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Pelco, Inc. understands that information is critical to success, which is why we are singularly focused on the development of video surveillance and security solutions that provide you the information necessary to make real-time, business-enabling decisions. From the recently introduced VideoXpert video management platform to our industry-leading selection of IP cameras and accessories, Pelco is committed to designing and delivering a broad range of high-quality, IP video security products and systems complemented with an unparalleled level of customer support and services.
For additional information, contact: 

Pelco


625 W. Alluvial

Fresno, California 93711 USA


Phone: +1 813 888-9555

Web: www.pelco.com


E-mail: sales@pelco.com
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Notes to Specifier:

1.  Where several alternative parameters or specifications exist, or where, the specifier has the option of inserting text, such choices are presented in <bold text>.
2.  Explanatory notes and comments are presented in colored text.

INDOOR AND OUTDOOR MINI DOME NETWORK CAMERAS

(IME Series Fixed Mini Dome 2MPx Camera)
PART 1:  GENERAL

1.01 SUMMARY

A. Section includes a network dome camera with housing.
B. Product – A network dome camera supporting H.264 High or Main profiles; and MJPEG compression.

C. Related Requirements
1. 27 20 00 Data Communications 

2. 28 23 13 Video Surveillance Control and Management Systems

3. 28 23 16 Video Surveillance Monitoring and Supervisory Interfaces

4. 28 23 19 Digital Video Recorders and Analog Recording Devices

5. 28 23 23 Video Surveillance Systems Infrastructure
1.02 REFERENCES
A. Abbreviations
1. AGC - Automatic Gain Control

2. API – Applications Programming Interface

3. ARP – Address Resolution Protocol

4. AWB - Automatic White Balance

5. BLC – Back Light Compensation

6. CBR – Constant Bit Rate

7. CVBR – Constant and Variable Bit Rate

8. DHCP - Dynamic Host Configuration Protocol
9. DNR – Digital Noise Reduction
10. DNS - Domain Name Server
11. EAP – Extensible Authentication Protocol
12. fps - frames per second
13. FTP - File Transfer Protocol
14. GUI – Graphical User Interface
15. HTTP - Hypertext Transfer Protocol
16. HTTPS – Secure Hypertext Transfer Protocol
17. ICMP – Internet Control Message Protocol
18. IGMP - Internet Group Management Protocol
19. IP - Internet Protocol
20. JPEG - Joint Photographic Experts Group
21. LDAP – Lightweight Directory Access Protocol
22. MJPEG - Motion JPEG
23. MPEG - Moving Pictures Experts Group
24. NTP - Network Time Protocol
25. PoE - Power over Ethernet
26. PPPoE - Point-to-Point Protocol over Ethernet
27. QoS – Quality of Service
28. RTP - Real-Time Transport Protocol
29. RTSP - Real-Time Streaming Protocol
30. SMTP - Simple Mail Transfer Protocol
31. SNMP – Simple Network Management Protocol
32. SSH – Secure Shell
33. SSL – Secure Sockets Layer
34. TCP - Transmission Control Protocol
35. UDP - User Datagram Protocol
36. UPnP – Universal Plug and Play
37. VBR – Variable Bit Rate
38. WDR – Wide Dynamic Range
39. VMS - Video Management System
40. WDR – Wide Dynamic Range
B. Reference Standards
1. Network

a. IEEE

1) 802.3 Ethernet Standards

2) 802.1x – Port-based authentication

2. Video

a. ISO / IEC 14496 –10, MPEG-4 Part 10 (ITU H.264)

b. ISO / IEC 10918 – JPEG 
c. ONVIF – Profile S, Profile G, and Profile Q
3. Emissions

a. FCC (Class A) – 47 CFR Part 15
b. CE – EN 55022 (Class A), EN 50130-4, EN 60950-1

c. ICES-003, Class A

4. Environmental Models
a. ANSI / IEC 60529 – Degrees of Protection Provided by Enclosures – IP66
b. IK10 (20J) Impact Resistance / IEC62262

c. National Electrical Manufacturers Association, NEMA 250-2003, 4X Enclosure Definition 
1.03 SUBMITTALS
A. Product Data
1. Manufacturer’s printed or electronic data sheets
2. Manufacturer’s installation and operation manuals

3. Warranty documentation
1.04 QUALIFICATIONS

A. Manufacturer shall have a minimum of seven years’ experience in producing IP video equipment.
B. Installers shall be trained and authorized by the Manufacturer to install, integrate, test, and commission the system.
1.05 DELIVERY, STORAGE AND HANDLING

A. Deliver the camera in the manufacturer’s original, unopened, undamaged container with identification labels intact.

B. Store the camera in a temperature environment protected from mechanical and environmental conditions as designated by the manufacturer.

1.06 WARRANTY AND SUPPORT
A. Manufacturer shall provide a limited 3-year warranty for the product to be free of defects in material and workmanship.
B. Manufacturer shall provide options to extend the warranty by up to 5 years at the time of initial purchase.
END OF SECTION
PART 2:  PRODUCTS
2.01 EQUIPMENT

A. Manufacturer: 
Pelco


625 W. Alluvial


Fresno, CA 93711 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
B. NextGen Sarix Enhanced Outdoor Environmental Mini Dome Cameras:

MPx

Model #
3 MPx

IME329-1ES
3 MPx

IME322-1ES

2 MPx

IME229-1ES
2 MPx

IME222-1ES

1.3 MPx
IME129-1ES
1.3 MPx
IME122-1ES

C. NextGen Sarix Enhanced Outdoor Environmental Mini Domes Cameras with IR Illumination: 

MPx

Model #

3 MPx

IME329-1RS

3 MPx

IME322-1RS
2 MPx

IME229-1RS

2 MPx

IME222-1RS
1.3 MPx
IME129-1RS
D. NextGen Sarix Enhanced Indoor Mini Dome Cameras:
MPx

Model #

3 MPx

IME329-1IS

3 MPx

IME322-1IS
2 MPx

IME229-1IS

2 MPx

IME222-1IS
1.3 MPx
IME129-1IS
2.02 GENERAL DESCRIPTION
A. The network camera system shall offer two simultaneous video streams with up to 3 MPx,
2048 x 1536 resolution, auto iris, and varifocal lens capabilities.
B. The network camera system shall possess the following primary characteristics:
1. H.264 High, Main or Base profiles; and MJPEG compression

2. up to 3 megapixels

3. dual streaming (two independent IP video streams)

4. day/night operation with IR cut filter
5. Wide Dynamic Range (WDR): 130 dB
6. PoE (IEEE 802.3af, Class 3), 24 VAC, 12 VDC

7. Pelco H.264 Smart Compression Technology
8. multicast and unicast capable with unlimited H.264 viewers

9. unicast capable with up to 20 simultaneous viewers
10. local storage via SD/SDHC/SDXC

11. audio input and output

12. alarm input and output

13. IP66 and IK10

14. Type 4X (indoor/environmental models with IMEEBAP adapter plate accessory)
2.03 VIDEO/CAMERA

A. Imaging Device:
Model

Sensor

Maximum Resolution
3 MPx

1/2.8-inch
2048 x 1536
2 MPx

1/2.8-inch
1920 x 1080
1 MPx

1/2.8-inch
1280 x 960
B. Imager Type:  CMOS
C. Electronic Shutter Range:
Model

Range
3 MPx

1/20,000 sec (or faster) to 2 sec
2 MPx

1/20,000 sec (or faster) to 2 sec
1 MPx

1/20,000 sec (or faster) to 2 sec

D. Minimum illumination:

1. Color mode:
Model


Sensitivity


Lens
1, 2, and 3 MPx

0.050 lux (33 ms, f/1.3)

3-9 mm
1, 2, and 3 MPx

0.005 lux (500 ms, f/1.3)

3-9 mm

1, 2, and 3 MPx

0.08 lux (33 ms, f/1.6)

9-22 mm

1, 2, and 3 MPx

0.008 lux (500 ms, f/1.6)

9-22 mm
2. Black & white mode:
Model


Sensitivity


Lens

1, 2, and 3 MPx

0.010 lux (33 ms, f/1.3)

3-9 mm
1, 2, and 3 MPx

0.001 lux (500 ms, f/1.3)

3-9 mm

1, 2, and 3 MPx

0.04 lux (33 ms, f/1.6)

9-22 mm

1, 2, and 3 MPx

0.0025 lux (500 ms, f/1.6)
9-22 mm
3. Black & white mode with IR on:
Model


Sensitivity
Lens
1, 2, and 3 MPx

0.000 lux
3-9 mm

1, 2, and 3 MPx

0.000 lux
9-22 mm
E. Scanning:
 Progressive
F. Image Control Settings
1. White balance range:
2,000º to 10,000ºK

2. Adaptive IR Illumination up to 30 meters (100 feet)
3. Day and night settings
4. Privacy zone definition: Up to 16 zones of window blanking
5. 3D noise reduction
G. Lens:
1. Built-in, varifocal

2. Focal Length:
F1.3, 3 ~ 9 mm, F1.6, 9 ~ 22 mm
3. Zoom:

Remote
4. Auto Iris:
P-iris lens
5. Auto Focus:
Four user-selectable modes of automatic focus during runtime operation
a. Every 10 degrees in Celsius temperature change
b. Day/night transition
c. Every 24 hours
d. Manual trigger
6. Field of view:





(Angle of View)

Lens

Focal Length
Horizontal
Vertical

Mode

3 ~ 9 mm
Wide

100º

74º

4:3

3 ~ 9 mm
Tele

39º

29º

4:3

3 ~ 9 mm
Wide

93º

52º

16:9

3 ~ 9 mm
Tele

37º

21º

16:9

9 ~ 22 mm
Wide

33º

24º

4:3

9 ~ 22 mm
Tele

14º

10º

4:3

9 ~ 22 mm
Wide

30º

14º

16:9

9 ~ 22 mm
Tele

13º

7º

16:9
H. Video:
1. The network camera system shall support up to 2 simultaneous streams; the secondary stream is variable based on the setup of the primary stream.
2. Compression type:
H.264 High, Main, or Base profiles; and MJPEG
3. Corridor Mode:

Image rotate 90°, 180°, 270°. Image mirror.
4. Service Stream:

640 x 480 or 640 x 352; 2 ips, JPEG
5. Available resolutions:

MPx

Width x Height

Aspect Ratio
3.0

2048 x 1536

4:3

2.95

1984 x 1488

4:3

1.8

1600 x 1200

4:3 (3 MPx camera only)
1.2

1280 x 960

4:3
0.5

800 x 600

4:3

0.3 (480p)
640 x 480

4:3
0.08

320 x 240

4:3

2.0 (1080p)
1920 x 1080

16:9
0.9 (720p)
1280 x 720 

16:9

0.6

1024 x 576

16:9

0.5

800 x 448

16:9

0.3

640 x 360

16:9

0.2

640 x 360

16:9

0.06

320 x 192

16:9
6. Constrained variable bit rate (CVBR) and constant bit rate.
7. Frame rate:
Images per Second (ips) (depending on the coding, resolution, stream, and WDR configuration)

Up to 60, 50, 30, 25, 20, 16, 15, 12, 10, 7, 6, 5, 4, 3, 2, 1

8. Video streams shall support ONVIF profile S.

9. Low resolution JPEG stream for configuration of camera settings.

I. Storage and Recording
1. The network camera system control shall have onboard SD card storage.
a. Card type:
SD
b. Capacity:
up to 128 GB
2. The local SD storage shall have the ability to be backed up to alternate media without removal of the SD card from the camera.

3. Local recording on the SD card shall commence upon loss of network connectivity, based on a pre-programmed schedule. Note: The camera will record if it still has power during a network outage.
4. The network camera system shall record video continuously in the case of network outage. Note: The camera will record if it still has power during a network outage.
5. Alarm recording: The network camera system shall capture selectable 1, 5, 10 15, 30 and 30 second video clips on camera sabotage, motion detection, or alarm input.

6. Video recording and storage shall support ONVIF profile G.

J. Manual Pan Tilt 

1. Pan Range:
355o
2. Tilt Range:
75o
3. Rotate Range:
340º


K. Suite of eight built-in analytics.

1. Abandoned Object

2. Intrusion Detection

3. Camera Sabotage

4. Wrong Direction

5. Loitering Detection

6. Object Counting

7. Object Removal

8. Stopped Vehicle
2.04 ADDITIONAL FEATURES

A. Alarm – The network camera system shall have one alarm/sensor inputs and a relay output for alarm or control.

1. The alarm input shall be able to detect an open or closed alarm state function in unsupervised modes.




2. Relay Output:
±350 VDC maximum, ±130 mA maximum
B. Audio – The network camera system shall have bi-directional audio capability.
1. Input/Output
2. Encoding:  G.711 PCM 8 bit, 8 kHz mono at 64 kbit/s
C. Discovery - Manufacturer shall offer a discovery program to identify all devices of his manufacture on the network.
D. System Information
1. The system settings of the network camera system shall be exportable as a separate file.
2. The network camera system shall maintain an accessible log of system and motion-triggered events.

2.05 NETWORK

A. Connectivity: 100 BASE-TX Ethernet with RJ-45 connector

B. Protocols supported

1. Transmission Control Protocol (TCP), Internet Protocol (IP) v4 and v6, User Datagram Protocol (UDP)

2. Configuration: Dynamic Host Configuration Protocol (DHCP)

3. Web services: Hypertext Transfer Protocol (HTTP), Secure HTTP (HTTPS)

4. Network services: Domain Name System (DNS), Network Time Protocol (NTP), Internet Control Message Protocol (ICMP), Simple Network Management Protocol (SNMP) v2c/v3, Universal Plug and Play (UPnP)

5. Media: Real-Time Transport Protocol (RTP), Real-Time Streaming Protocol (RTSP)

6. Multicast: Internet Group Management Protocol (IGMP)

7. Notifications: File Transfer Protocol (FTP), Simple Mail Transfer Protocol (SMTP)

8. Remote Access: Secure Shell (SSH)
9. Security: Secure Sockets Layer (SSL), IEEE 802.1x (EAP-MD5, EAP-TLS, EAP-TTLS, EAP-PEAP and EAP-FAST)
10. Quality of Service: IEEE 802.1p Layer 3 Differentiated Services Code Point (DSCP) 

11. DDNS – The network camera system shall support DDNS services offered by the Manufacturer and other publicly available service offerings. (DNS)
12. NTCIP 1205
C. Security

1. The network camera system shall support IP address filtering whereby users can enter a list of allowed or blocked IP addresses for viewing video and configuring camera settings
2. The network camera system shall provide three levels of user access with password protection.
2.06 CAMERA SOFTWARE

A. The network camera system shall have a built in web server which supports browser-based configuration. 

B. The camera’s web server shall allow access to camera information and all primary software functions. 

C. The Manufacturer shall offer video viewer and configuration to implement the following actions:
1. Camera discovery

2. Live Video

a. Video stream selection
b. Video stream configuration

1) Use preset video setting configurations

2) Configure custom video setting configurations

a) compression type

b) resolution

c) image rate

d) I-frame interval

e) H.264 profile
f) Image quality

g) Bit rate control

3) Multicast

4) Unicast

5) JPEG frame rate

c. Maximize view area of video to full size of browser

1) Revert to normal view

d. Open stream in new window

e. Capture and save image as .jpg file
f. Resize viewing area

3. Image Settings

a. image quality

b. exposure

c. focus

d. white balance

e. window blanking

f. digital zoom

g. lighting mode

h. video noise reduction

i. digital processing (color and detail adjustment)

1) image enhancement

2) quick setup preset modes

3) sharpness

4) saturation

5) contrast

6) brightness

j. exposure modes

4. Recording
a. Initiate instant record and playback
b. Manage SD card storage
5. Events
a. configure event sources:

1) external alarm events

2) analytic events

b. e-mail setup
c. define web addresses for notifications
6. Camera network settings
7. System
a. firmware upgrade
b. reset to factory default
c. set date, time, and NTP server synchronization
d. user access control
e. view and export camera settings
f. view system logs
D. Acceptable Web Browsers:

a. Microsoft® Internet Explorer® 8.0 (or later)
b. Google® Chrome™ 51 and later
c. Apple® Safari® 7.0.6 

d. Mozilla® Firefox® 3.5 9 (or later)
E. The Manufacturer shall offer a mobile application with the capability to access live video from up to 500 cameras.

F. The Manufacturer shall support integrations as follows:

1. Video Management:
VideoXpert™; Endura® 2.0 (or later); Digital Sentry® 7.3 (or later); Third-party system through Pelco API/SDK, ONVIF Profile S, ONVIF Profile G, and ONVIF Profile Q
2. Mobile Application
Pelco Mobile

3. Camera Discovery and Firmware:
Discover cameras upgrade firmware upgrade using





Pelco Device Utility 2 (version 2.2 or later) or Pelco





Utilities
2.07 ELECTRICAL

A. Power

1. Source Options

a. 24 VAC and PoE+
b. PoE+ Class 4
c. 18 to 32 VAC range, 12 VDC

2. Power Consumption:
<16 W (with heater ring)

B. Connectors:

1. Ethernet: 

RJ-45 connector

2. External power: 
2-conductor power to terminal block

2.08 MECHANICAL AND ENVIRONMENTAL

A. Construction Material: 
Aluminum base and plastic trim ring, polycarbonate bubble (indoor 

models), aluminum construction, polycarbonate bubble (outdoor models)
B. Finish:


RAL 9003 (indoor models), RAL 7047 (outdoor models)
C. Impact Resistance:

IK10 (20J)
D. Dimensions (D x H):  
13.38 cm (5.27 in) x 11.74 cm (4.62 in)
E. Temperature:

1. Operating: 

-10°C to 55°C (14°F to 131°F) (indoor models)

-40°C to 55°C (-40°F to 131°F) (outdoor models)
2. Storage:

-40°C to 60ºC (-40°F to 140ºF) (indoor and outdoor models)
F. Ingress Protection:
IP66 (indoor/outdoor models)

G. NEMA Type 4X (outdoor models with IMEEBAP adapter plate accessory)

2.09 CERTIFICATIONS

A. CE – EN 55022 (Class A), EN 50130-4, EN 60950-1

B. FCC (Class A) – 47 CFR Part 15

C. UL and cUL Listed – UL 60950-1, CAN/CSA-C22.2 No. 60950-1-07

D. ICES-003 (Class A)

E. RCM

F. KC

G. RoHS

H. ONVIF Profile S, Profile G, and Profile Q conformant

END OF SECTION

PART 3:  EXECUTION

3.01 INSTALLERS

A. Contractor personnel shall comply with all applicable state and local licensing requirements.

3.02 PREPARATION

A. The network design and configuration shall be verified for compatibility and performance with the camera(s). 

B. Network configuration shall be tested and qualified by the Contractor prior to camera installation.

3.03 INSTALLATION

A. Before permanent installation of the system, the Contractor shall test the system in conditions simulating the final installed environment

1. A report indicating successful test results shall be produced.
B. Contractor shall follow all Manufacturer-published guidance on proper installation and configuration of the camera.
3.04 STORAGE

A. The dome camera hardware shall be stored in an environment where temperature and humidity are in the range specified by the Manufacturer.

END OF SECTION
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Pelco, Inc. understands that information is critical to success, which is why we are singularly focused on the development of video surveillance and security solutions that provide you the information necessary to make real-time, business-enabling decisions. From the recently introduced VideoXpert video management platform to our industry-leading selection of IP cameras and accessories, Pelco is committed to designing and delivering a broad range of high-quality, IP video security products and systems complemented with an unparalleled level of customer support and services.
For additional information, contact: 

Pelco


625 W. Alluvial

Fresno, CA 93711 USA


Phone: +1 813 888-9555

Web: www.pelco.com


E-mail: sales@pelco.com
INDOOR AND OUTDOOR MINI DOME NETWORK CAMERAS (EH20 Series Enclosures for Indoor and Outdoor Mini Dome Network Cameras)
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INDOOR AND OUTDOOR EH20 SERIES ENCLOSURE

(EH20 Series Enclosures for Indoor and Outdoor Mini Dome Network Cameras)
PART 1:  GENERAL

1.01 SUMMARY

C.  Section includes a network dome camera with housing.
 Product – A compact, indoor/environmental, IP-enabled enclosure.
D. Related Requirements

1. 27 20 00 Data Communications 

2. 28 23 13 Video Surveillance Control and Management Systems

3. 28 23 16 Video Surveillance Monitoring and Supervisory Interfaces

4. 28 23 19 Digital Video Recorders and Analog Recording Devices

5. 28 23 23 Video Surveillance Systems Infrastructure
1.02 REFERENCES
A. Abbreviations
1. AGC - Automatic Gain Control

2. API – Applications Programming Interface

3. ARP – Address Resolution Protocol

4. AWB - Automatic White Balance

5. BLC – Back Light Compensation

6. CBR – Constant Bit Rate

7. CVBR – Constant and Variable Bit Rate

8. DHCP - Dynamic Host Configuration Protocol
9. DNR – Digital Noise Reduction
10. DNS - Domain Name Server
11. EAP – Extensible Authentication Protocol
12. fps - frames per second
13. FTP - File Transfer Protocol
14. GUI – Graphical User Interface
15. HTTP - Hypertext Transfer Protocol
16. HTTPS – Secure Hypertext Transfer Protocol
17. ICMP – Internet Control Message Protocol
18. IGMP - Internet Group Management Protocol
19. IP - Internet Protocol
20. JPEG - Joint Photographic Experts Group
21. LDAP – Lightweight Directory Access Protocol
22. MJPEG - Motion JPEG
23. MPEG - Moving Pictures Experts Group
24. NTP - Network Time Protocol
25. PoE - Power over Ethernet
26. PPPoE - Point-to-Point Protocol over Ethernet
27. QoS – Quality of Service
28. RTP - Real-Time Transport Protocol
29. RTSP - Real-Time Streaming Protocol
30. SMTP - Simple Mail Transfer Protocol
31. SNMP – Simple Network Management Protocol
32. SSH – Secure Shell
33. SSL – Secure Sockets Layer
34. TCP - Transmission Control Protocol
35. UDP - User Datagram Protocol
36. UPnP – Universal Plug and Play
37. VBR – Variable Bit Rate
38. WDR – Wide Dynamic Range
39. VMS - Video Management System
40. WDR – Wide Dynamic Range
B. Reference Standards
1. Network

a. IEEE

1) 802.3 Ethernet Standards

2. Emissions

a. FCC (Class A) – 47 CFR Part 15
b. CE – EN 55022 (Class A), EN 50130-4, EN 60950-1

c. ICES-003, Class A

3. Environmental Models
a. ANSI / IEC 60529 – Degrees of Protection Provided by Enclosures – IP66
b. IK10 (20J) Impact Resistance / IEC62262 (Note: The window is not IK10.)
c. National Electrical Manufacturers Association, NEMA 250-2003, 4X Enclosure Definition 
1.03 SUBMITTALS
A. Product Data
1. Manufacturer’s printed or electronic data sheets
2. Manufacturer’s installation and operation manuals

3. Warranty documentation
1.04 QUALIFICATIONS

A. Manufacturer shall have a minimum of seven years’ experience in producing IP video equipment.
B. Installers shall be trained and authorized by the Manufacturer to install, integrate, test, and commission the system.
1.05 DELIVERY, STORAGE AND HANDLING

A. Deliver the camera in the manufacturer’s original, unopened, undamaged container with identification labels intact.

B. Store the camera in a temperature environment protected from mechanical and environmental conditions as designated by the manufacturer.

1.06 WARRANTY AND SUPPORT
A. Manufacturer shall provide a limited 3-year warranty for the product to be free of defects in material and workmanship.
B. Manufacturer shall provide options to extend the warranty by up to 5 years at the time of initial purchase.
END OF SECTION
PART 2:  PRODUCTS
2.01 EQUIPMENT

A. Manufacturer: 
Pelco


625 V. Alluvial


Fresno, CA 93711 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
B. EH20 Series Indoor/Outdoor Enclosures:

Model #
     Heater     Fan
24 VAC

110-230 VAC
PoE+/HPOE
Wall Mount Bracket
EH20          −
        −

−

−

−

−
EH20-M      −             −

−

−

−

Yes
EH20-2-H   Yes         Yes
Yes

−

−

Yes
EH20-3-H   Yes         Yes
−

Yes

−

Yes
EH20-P-H   Yes         Yes
−

−

Yes

Yes

2.02 GENERAL DESCRIPTION
A. The indoor/outdoor enclosure shall allow use for analog and IP network cameras.
B. The indoor/outdoor enclosure shall have a camera mounting sled and track assembly.
C. The indoor/outdoor enclosure shall be IK10 impact resistant. (Note: The window is not IK10.)
D. The indoor/outdoor enclosure shall meet NEMA Type 4X and IP66 Standards.
E. The indoor/outdoor enclosure shall meet or exceed the following design and performance specifications.
1. Electrical Specifications
a. Input Power



24 VAC, POE+, HPOE, or 96-264 VAC
b. Input Voltage
1) PoE



IEEE802.at compatible (heaters disabled), HPOE 
(heaters enabled), PoE output to camera
2) 24 VAC



±10%, up to 30 W (without camera), up to 43W (with 
13W camera), 24 VAC output to camera
3) 110 VAC-240 VAC

±10%, up to 30 W (without camera), up to 43W (with 
13W camera), 12 VDC output to camera
2. General Specifications
a. Construction


Die-cast aluminum
b. Finish



Alodine with gray polyester powder coat
c. Environment


Indoor/outdoor
d. Operating Temperature

–30° to 50°C (–22° to 122°F)
e. Unit Length
1) Base



17.09 cm (6.73 in) W x 10.90 cm (4.29 in) H x 40.57 cm 
(15.97 in) L
2) Overall



17.09 cm (6.73 in) W x 23.96 cm (9.43 in) H x 47.14 cm 
(18.56 in) L
f. Unit Weight
1) EH20



2.50 kg (5.50 lb)
2) EH20-M


2.91 kg (6.40 lb)
3) EH20-2-H


3.14 kg (6.92 lb)
4) EH20-3-H


3.43 kg (7.56 lb)
5) EH20-P-H


3.13 kg (6.90 lb)
3. Mechanical Specifications
a. Camera Mounting


Single slot for adjustable camera positioning on






camera sled
b. Camera and Lens Size

Accepts camera and lens combinations up to






(including BNC connector), up to 22.86 x 10.16 x 7.62 
cm (9.00 in L x 4 in W x 3.5 in H)
c. Viewing Window


0.3 cm (0.118-inch) thick, high optic grade,






soda lime glass
d. Viewing Area


8.89 x 7.62 cm (3.5 in W x 3 in H)
e. Cable Entry



2 x PG11 compression glands on bottom
f. Maximum Cable Diameters
1) PG11



1.00 cm (0.395 in)
g. Cable Entry Holes


1.87 cm (0.74 in) and will accept PG11 or 3/8-inch NPT 
conduit fittings as is. Will accept PG13.5 or ½-inch NPT fittings if the holes are enlarged to 2.22 cm (0.88 in).
h. Lid Fastening


Torx security screws
4. Certifications
a. CE (Class A)
b. ICES-003 (Class A)
c. UL/cUL Listed
d. UL/IEC 60950-22
e. Meets NEMA Type 4 and IP66 standards
f. IK10 Mechanical Impact Resistance (Mechanical enclosure only; not the front window)
g. KCC
h. RCM
F. Warranty
1. 36 Months, parts and labor
G. Pelco Model Numbers
1. EH20 Series



Basic enclosure

2. EH20-M Series



Basic enclosure, with wall mount bracket
3. EH20-2-H Series


Basic enclosure, with heater and fan, 24 VAC, and wall 

mount bracket
4. EH20-3-H Series


Basic enclosure, with heater and fan, 110 VAC and 230 

VAC, and wall mount bracket




5. EH20-P-H Series


Basic enclosure, with heater and fan, PoE+/HPOE, and 

all mount bracket


END OF SECTION

PART 3:  EXECUTION

3.01 INSTALLERS

A. Contractor personnel shall comply with all applicable state and local licensing requirements.

3.02 PREPARATION

A. The network design and configuration shall be verified for compatibility and performance with the camera(s). 

B. Network configuration shall be tested and qualified by the Contractor prior to camera installation.

3.03 INSTALLATION

A. Before permanent installation of the system, the Contractor shall test the system in conditions simulating the final installed environment

1. A report indicating successful test results shall be produced.
B. Contractor shall follow all Manufacturer-published guidance on proper installation and configuration of the camera.
3.04 STORAGE

A. The dome camera hardware shall be stored in an environment where temperature and humidity are in the range specified by the Manufacturer.
END OF SECTION
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Pelco, Inc. understands that information is critical to success, which is why we are singularly focused on the development of video surveillance and security solutions that provide you the information necessary to make real-time, business-enabling decisions. From the recently introduced VideoXpert video management platform to our industry-leading selection of IP cameras and accessories, Pelco is committed to designing and delivering a broad range of high-quality, IP video security products and systems complemented with an unparalleled level of customer support and services.
For additional information, contact: 

Pelco


3500 Pelco Way


Clovis, CA 93612 USA


Phone: +1 813 888-9555

Web: www.pelco.com


E-mail: sales@pelco.com
INDOOR BOX CAMERAS

DIVISION 28 – ELECTRONIC SAFETY AND SECURITY
28 20 00 
Electronic Surveillance
28 23 00 
Video Surveillance


28 23 29
Video Surveillance Remote Devices and Sensors

Notes to Specifier:

1.  Where several alternative parameters or specifications exist, or where, the specifier has the option of inserting text, such choices are presented in <bold text>.
2.  Explanatory notes and comments are presented in colored text.

INDOOR BOX CAMERAS

PART 1: GENERAL

1.01 SUMMARY

A.  Section includes an indoor box camera.
B.  Product – An indoor box camera supporting H.264 High, Main, or Baseline profiles; and MJPEG compression.

C. Related Requirements

1. 27 20 00 Data Communications 
2. 28 23 13 Video Surveillance Control and Management Systems 
3. 28 23 16 Video Surveillance Monitoring and Supervisory Interfaces 

4. 28 23 19 Digital Video Recorders and Analog Recording Devices 

5. 28 23 23 Video Surveillance Systems Infrastructure

1.02 REFERENCES
B. Abbreviations
1. AGC - Automatic Gain Control

2. API – Applications Programming Interface

3. ARP – Address Resolution Protocol

4. AWB - Automatic White Balance

5. BLC – Back Light Compensation

6. CBR – Constant Bit Rate

7. CVBR – Constant and Variable Bit Rate

8. DHCP - Dynamic Host Configuration Protocol
9. DNR – Digital Noise Reduction
10. DNS - Domain Name Server
11. EAP – Extensible Authentication Protocol
12. fps - frames per second
13. FTP - File Transfer Protocol
14. GUI – Graphical User Interface
15. HTTP - Hypertext Transfer Protocol
16. HTTPS – Secure Hypertext Transfer Protocol
17. ICMP – Internet Control Message Protocol
18. IGMP - Internet Group Management Protocol
19. IP - Internet Protocol
20. JPEG - Joint Photographic Experts Group
21. LDAP – Lightweight Directory Access Protocol
22. MJPEG - Motion JPEG
23. MPEG - Moving Pictures Experts Group
24. NTP - Network Time Protocol
25. PoE - Power over Ethernet
26. PPPoE - Point-to-Point Protocol over Ethernet
27. QoS – Quality of Service
28. RTP - Real-Time Transport Protocol
29. RTSP - Real-Time Streaming Protocol
30. SMTP - Simple Mail Transfer Protocol
31. SNMP – Simple Network Management Protocol
32. SSH – Secure Shell
33. SSL – Secure Sockets Layer
34. TCP - Transmission Control Protocol
35. UDP - User Datagram Protocol
36. UPnP – Universal Plug and Play
37. VBR – Variable Bit Rate
38. WDR – Wide Dynamic Range
39. VMS - Video Management System
40. WDR – Wide Dynamic Range
C. Reference Standards
1. Network

a. IEEE

1) 802.3 Ethernet Standards

2) 802.1x – Port-based authentication

2. Video

a. ISO / IEC 14496 –10, MPEG-4 Part 10 (ITU H.264)

b. ISO / IEC 10918 – JPEG 
c. ONVIF – Profile S, Profile G, and Profile Q
3. Emissions

a. FCC (Class A) – 47 CFR Part 15
b. CE – EN 55022 (Class A), EN 50130-4, EN 60950-1
c. ICES-003, Class A

1.03 SUBMITTALS

A. Product Data
1. Manufacturer’s printed or electronic data sheets
2. Manufacturer’s installation and operation manuals

3. Warranty documentation
1.04 QUALIFICATIONS
A. Manufacturer shall have a minimum of five years’ experience in producing IP video equipment.
B. Installers shall be trained and authorized by the Manufacturer to install, integrate, test, and commission the system.
1.05 DELIVERY, STORAGE AND HANDLING

A. Deliver the camera in the manufacturer’s original, unopened, undamaged container with identification labels intact.

B. Store the camera in a temperature environment protected from mechanical and environmental conditions as designated by the manufacturer.

1.06 WARRANTY AND SUPPORT
A. Manufacturer shall provide a limited 3-year warranty for the product to be free of defects in material and workmanship.
END OF SECTION
PART 2: PRODUCTS

2.01 EQUIPMENT

A. Manufacturer: 
Pelco


3500 Pelco Way


Clovis, CA 93612 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
B. Sarix Indoor Box Cameras with SureVision 3.0:

MPx

Model #

3 MPx

IXE12

2 MPx

IXE22

1 MPx

IXE32

2.02 GENERAL DESCRIPTION

A. The indoor box camera shall offer multiple simultaneous video streams with up to 3.0 megapixel (MPx), 2048 x 1536 resolution, auto iris, and varifocal lens.
B. The indoor box camera shall provide SureVision™ 3.0 technology with extended True Wide Dynamic Range (WDR), low-light performance, anti-bloom technology, 3D noise filtering, and enhanced tone mapping operating simultaneously.
C. The indoor box camera shall possess the following primary characteristics:
1. H.264 High, Main, or Baseline profiles; and MJPEG compression

2. up to 3 megapixels

3. dual streaming (two independent IP video streams)

4. day/night operation with mechanical IR cut filter

5. true wide dynamic range (WDR):  130 dB minimum

6. electronic image stabilization (EIS)

7. anti-bloom technology

8. PoE (IEEE 802.3af, Class 3), 24 VAC, 12 VDC
9. Pelco H.264 Smart Compression Technology
10. multicast or unicast capable with unlimited H.264 viewers

11. unicast capable with up to 20 simultaneous viewers

12. local storage via micro SD card

13. audio input and output

14. alarm input and output

2.03 CAMERA SPECIFICATIONS

A. Imaging Device:
1/2.8-inch
B. Imager Type:  CMOS

C. Electronic Shutter Range:
1/20,000 sec (or faster) to 2 sec

D. Scanning:
 Progressive
E. Minimum illumination

1. Color mode: 

0.050 lux (33 ms, f/1.3), 0.005 lux (500 ms, f/1.3)
2. Black & white mode: 
0.010 lux (33 ms, f/1.3), 0.001 lux (500 ms, f/1.3)

F. Auto Back Focus
G. Image Control Settings

1. White balance range:
2,000º to 10,000ºK

2. Mechanical IR Cut Filter

3. Privacy zone definition:  up to 16 zones of window blanking

4. Day and night settings

5. 3D noise reduction

H. Lens:
1. Lens Mount:
CS Mount

2. Auto Iris:
DC drive
3. Auto Back Focus (ABF)
I. Video:
1. The indoor box camera shall support independently configurable primary and secondary streams plus service stream.
2. Compression type:
H.264 High, Main, or Baseline profiles; and MJPEG
3. Service Stream:

JPEG stream; the JPEGs will be the same resolution as the primary



stream
4. Available resolutions (4:3 Aspect Ratio):

MPx

Width x Height

3.0 

2048 x1536
2.95

1984 x 1488
1.8

1600 x 1200

1.2

1280 x 960

0.5

800 x 600
0.3

704 x 480

0.3

640 x 480

0.07

320 x 240
5. Available resolutions (16:9 Aspect Ratio):

MPx

Width x Height

1080p 

1920 x 1080

720p

1280 x 720

0.6

1024 x 576
0.5

960 x 544





0.3

800 x 448

0.2

640 x 360

0.06

320 x 192
6. Constant bit rate (CBR) and constrained variable bit rate (CVBR).
7. Frame rate:
Up to 60, 50, 30, 25, 20, 15, 12, 10, 8, 7, 6, 5, 4, 3, 2, 1 (depending on the coding, resolution, and stream configuration)
8. Video streams shall support ONVIF profile S.

9. Low resolution JPEG stream for configuration of camera settings.

J. Storage and Recording
1. The indoor box camera control shall have onboard SD card storage.
a. Card type:
micro SD
b. Capacity:
up to 128 GB
2. The local SD storage shall have the ability to be backed up to alternate media without removal of the SD card from the camera.

3. Local recording on the SD card shall commence upon loss of network connectivity, based on a pre-programmed schedule.

4. The indoor box camera shall record video continuously in the case of network outage.

5. Alarm recording: The indoor box camera shall capture selectable 1, 5, or 10 second video clips on camera sabotage, motion detection, or alarm input.

6. Video recording and storage shall support ONVIF profile G.

K. Analytics

1. Analytics shall be configured and enabled using a standard Web browser.

2. The indoor box camera shall have the ability to detect motion within user defined areas of the video image.

3. Number of simultaneous running analytic behaviors:  2

4. Configurable behaviors:

a. Abandoned Object - Detection of objects placed in a defined zone and triggers an alarm if the object remains in the zone longer than the user-defined time allows. 

b. Intrusion Detection -  Detection and tracking of objects that enter a scene and triggering of an alarm when the objects enter a user-defined zone.
c. Camera Sabotage - Detection of contrast changes in the field of view, suitable to detect lens obstruction or unauthorized repositioning of the camera.
d. Wrong Direction -   Detection of person or object moving in a specified direction.
e. Loitering Detection – Identification of people or vehicles remaining in a defined zone longer than a user-defined time.
f. Object Counting - Counting the number of objects that enter a defined zone or cross a tripwire.
g. Object Removal – Detection of object is removed from a defined zone.
h. Stopped Vehicle – Detection of vehicles stopped near a sensitive area longer than a user-defined time.
2.04 ADDITIONAL FEATURES

A. Alarm – The indoor box camera shall have one alarm/sensor inputs and a relay output for alarm or control.

1. The alarm input shall be able to detect an open or closed alarm state function in supervised modes.




2. Relay Output:
±350 VDC maximum, ±130 mA maximum
B. Audio – The indoor box camera shall have bi-directional audio capability.
1. Input/Output:

2. Encoding:  G.711 PCM 8 bit, 8 kHz mono at 64 kbit/s
2.05 NETWORK

A. Connectivity: 100 BASE-TX Ethernet with RJ-45 connector
B. Protocols supported

1. Transmission Control Protocol (TCP), Internet Protocol (IP) v4 and v6, User Datagram Protocol (UDP)

2. Configuration: Dynamic Host Configuration

3.  Protocol (DHCP)

4. Web services: Hypertext Transfer Protocol (HTTP), Secure HTTP (HTTPS)

5. Network services: Domain Name System (DNS), Network Time Protocol (NTP), Internet Control Message Protocol (ICMP), Simple Network Management Protocol (SNMP) v2c/v3, Universal Plug and Play (UPnP)

6. Media: Real-Time Transport Protocol (RTP), Real-Time Streaming Protocol (RTSP)

7. Multicast: Internet Group Management Protocol (IGMP)

8. Notifications: File Transfer Protocol (FTP), Simple Mail Transfer Protocol (SMTP)

9. Remote Access: Secure Shell (SSH)
10. Security: Secure Sockets Layer (SSL), IEEE 802.1x (EAP-MD5, EAP-TLS, EAP-TTLS, EAP-PEAP and EAP-FAST)

11. Quality of Service: IEEE 802.1p Layer 3 Differentiated Services Code Point (DSCP)

12. DDNS – The indoor box camera shall support DDNS services offered by the Manufacturer and other publicly available service offerings.
13. NTCIP 1205
C. Security

1. The indoor box camera shall support IP address filtering whereby users can enter a list of allowed or blocked IP addresses for viewing video and configuring camera settings                                                                                                         
2. The network camera system shall provide three levels of user access with password protection.
2.06 CAMERA SOFTWARE

A. The indoor box camera shall have a built in web server which supports browser-based configuration. 

B. The camera’s web server shall allow access to camera information and all primary software functions. 

C. The Manufacturer shall offer video viewer and configuration to implement the following actions:
1. Camera discovery

2. Live Video

a. Video stream selection

b. Video stream configuration

1) Use preset video setting configurations

2) Configure custom video setting configurations

a) compression type

b) resolution

c) image rate

d) I-frame interval

e) H.264 profile

f) Quality of Service (QoS)

g) Bit rate control

3) Multicast

4) Unicast

5) JPEG frame rate

c. Maximize view area of video to full size of browser

1) Revert to normal view

d. Open stream in new window

e. Capture and save image as .jpg file

f. Resize viewing area

3. Image Settings

a. image quality

b. exposure

c. focus

d. white balance

e. window blanking

f. digital zoom

g. lighting mode

h. video noise reduction

i. digital processing (color and detail adjustment)

1) image enhancement

2) quick setup preset modes

3) sharpness

4) saturation

5) contrast

6) brightness

j. exposure modes

4. Recording
a. Initiate instant record and playback
b. Manage SD card storage
5. Events
a. configure event sources:

1) external alarm events

2) analytic events

b. e-mail setup
c. define web addresses for notifications
6. Camera network settings
7. System
a. firmware upgrade
b. reset to factory default
c. set date, time, and NTP server synchronization
d. user access control
e. view and export camera settings
f. view system logs
D. Minimum System Requirements
1. Processor:  Intel® Core™ i3 Processor, 2.4 GHz

2. Acceptable Operating Systems: 

a. Microsoft® Windows® 7 (32-bit and 64-bit), or DirectX® 11

b. Windows XP Service Pack 3 with DirectX 9.0c

c. Mac OS X 10.4 (or later)

3. Memory: 4 GB RAM

4. Network Interface Card: 100 megabits (or greater)

5. Monitor: Minimum 1024 x 768 resolution, 16- or 32-bit pixel color

6. Acceptable Web Browsers:

a. Microsoft® Internet Explorer® 8.0 (or later)

b. Mozilla® Firefox® 3.5 (or later)
c. Google Chrome™ (51 or later)
Internet Explorer 8.0 (or later) is recommended for configuring analytics

7. Acceptable Media Players:

a. Pelco Media Player

b. QuickTime 7.6.5 for Windows 7, XP, or Vista

c. QuickTime 7.6.4 for Mac OS X 10.4 (or later)

8. The Manufacturer shall offer an open API.

E. The Manufacturer shall support integrations as follows:

1. Video Management: VideoXpert™; Endura® 2.0 (or later); Digital Sentry® 7.3 (or later); Third-party system through Pelco API/SDK, ONVIF Profile S, ONVIF Profile G, and Profile Q
2. Mobile Application: Pelco Mobile

F. Required Systems for Analytics

1. Pelco Interface:
WS5200 Advanced System Management Software on VideoXpert system 

2. Open API:
The Pelco API can transmit behavior alarm data to third party




applications available at pdn.pelco.com
2.07 ELECTRICAL

A. Power

1. Source Options

a. PoE (IEEE 802.3af, Class 3)

b. 24 VAC range, 12 VDC

2. Power Consumption: Up to 12 W nominal

3. Current Consumption: 330 mA maximum

4. Data: RS485/422/232

5. Cable Type: Cat5 or better for 100Base-TX

B. Connectors:

1. Ethernet: 

RJ-45 connector

2. External power: 
2-conductor power to terminal block

2.08 MECHANICAL AND ENVIRONMENTAL

A. Construction Material: 
Aluminum back and plastic front

B. Finish:


RAL 9005, matte black
C. Dimensions: 

14.88 x 7.84 x 5.24 cm (5.86” D x 3.08” W x 2.06” H)

D. Temperature:

1. Operating: 

-10°C to 55°C (14°F to 131°F)

2. Storage:

-40°C to 60ºC (-40°F to 140ºF) 

3. Humidity:

5 to 95%, RH noncondensing

2.09 CERTIFICATIONS

A. CE (Class A)

B. FCC (Class A)

C. UL/cUL Listed

D. ICES-003 (Class A)

E. UL/IEC 60950-22

F. RCM

G. KC
H. RoHS
I. ONVIF Profile S, Profile G, and Profile Q conformant


END OF SECTION
PART 3: EXECUTION

3.01 INSTALLERS

A. Contractor personnel shall comply with all applicable state and local licensing requirements.

3.02 PREPARATION

A. The network design and configuration shall be verified for compatibility and performance with the camera(s). 
B. Network configuration shall be tested and qualified by the Contractor prior to camera installation.

3.03 INSTALLATION

A. Before permanent installation of the system, the Contractor shall test the system in conditions simulating the final installed environment

1. A report indicating successful test results shall be produced.
B. Contractor shall follow all Manufacturer-published guidance on proper installation and configuration of the camera.
3.04 STORAGE

A. The dome camera hardware shall be stored in an environment where temperature and humidity are in the range specified by the Manufacturer.
END OF SECTION
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Pelco, Inc. understands that information is critical to success, which is why we are singularly focused on the development of video surveillance and security solutions that provide you the information necessary to make real-time, business-enabling decisions. From the recently introduced VideoXpert video management platform to our industry-leading selection of IP cameras and accessories, Pelco is committed to designing and delivering a broad range of high-quality, IP video security products and systems complemented with an unparalleled level of customer support and services.
For additional information, contact: 

Pelco


625 W. Alluvia


Fresno, CA 93711 USA


Phone: +1 813 888-9555

Web: www.pelco.com


E-mail: sales@pelco.com
INDOOR AND OUTDOOR BULLET NETWORK CAMERAS (Sarix Enhanced, Next Generation Indoor/Outdoor Bullet Network Cameras)

DIVISION 28 – ELECTRONIC SAFETY AND SECURITY
28 20 00 
Electronic Surveillance
28 23 00 
Video Surveillance


28 23 29
Video Surveillance Remote Devices and Sensors

Notes to Specifier:

1.  Where several alternative parameters or specifications exist, or where, the specifier has the option of inserting text, such choices are presented in <bold text>.
2.  Explanatory notes and comments are presented in colored text.

INDOOR AND OUTDOOR BULLET NETWORK CAMERAS

(Sarix Enhanced, Next Generation Indoor/Outdoor Bullet Network Cameras)
PART 1:  GENERAL

1.01 SUMMARY

A.  Section includes a network dome camera with housing.
B.  Product – A network dome camera supporting H.264 High or Main profiles; and MJPEG compression.
C. Related Requirements

1. 27 20 00 Data Communications 

2. 28 23 13 Video Surveillance Control and Management Systems

3. 28 23 16 Video Surveillance Monitoring and Supervisory Interfaces

4. 28 23 19 Digital Video Recorders and Analog Recording Devices

5. 28 23 23 Video Surveillance Systems Infrastructure
1.02 REFERENCES
A. Abbreviations
1. AGC - Automatic Gain Control

2. API – Applications Programming Interface

3. ARP – Address Resolution Protocol

4. AWB - Automatic White Balance

5. BLC – Back Light Compensation

6. CBR – Constant Bit Rate

7. CVBR – Constant and Variable Bit Rate

8. DHCP - Dynamic Host Configuration Protocol
9. DNR – Digital Noise Reduction
10. DNS - Domain Name Server
11. EAP – Extensible Authentication Protocol
12. fps - frames per second
13. FTP - File Transfer Protocol
14. GUI – Graphical User Interface
15. HTTP - Hypertext Transfer Protocol
16. HTTPS – Secure Hypertext Transfer Protocol
17. ICMP – Internet Control Message Protocol
18. IGMP - Internet Group Management Protocol
19. IP - Internet Protocol
20. JPEG - Joint Photographic Experts Group
21. LDAP – Lightweight Directory Access Protocol
22. MJPEG - Motion JPEG
23. MPEG - Moving Pictures Experts Group
24. NTP - Network Time Protocol
25. PoE - Power over Ethernet
26. PPPoE - Point-to-Point Protocol over Ethernet
27. QoS – Quality of Service
28. RTP - Real-Time Transport Protocol
29. RTSP - Real-Time Streaming Protocol
30. SMTP - Simple Mail Transfer Protocol
31. SNMP – Simple Network Management Protocol
32. SSH – Secure Shell
33. SSL – Secure Sockets Layer
34. TCP - Transmission Control Protocol
35. UDP - User Datagram Protocol
36. UPnP – Universal Plug and Play
37. VBR – Variable Bit Rate
38. WDR – Wide Dynamic Range
39. VMS - Video Management System
40. WDR – Wide Dynamic Range
B. Reference Standards
1. Network

a. IEEE

1) 802.3 Ethernet Standards

2) 802.1x – Port-based authentication

2. Video

a. ISO / IEC 14496 –10, MPEG-4 Part 10 (ITU H.264)

b. ISO / IEC 10918 – JPEG 
c. ONVIF – Profile S, Profile G, and Profile Q
3. Emissions

a. FCC (Class A) – 47 CFR Part 15
b. CE – EN 55022 (Class A), EN 50130-4, EN 60950-1

c. ICES-003, Class A

4. Environmental Models
a. ANSI / IEC 60529 – Degrees of Protection Provided by Enclosures – IP66
b. IK10 (20J) Impact Resistance / IEC62262 on front and side
c. National Electrical Manufacturers Association, NEMA 250-2003, 4X Enclosure Definition 
1.03 SUBMITTALS
A. Product Data
1. Manufacturer’s printed or electronic data sheets
2. Manufacturer’s installation and operation manuals

3. Warranty documentation
1.04 QUALIFICATIONS

A. Manufacturer shall have a minimum of seven years’ experience in producing IP video equipment.
B. Installers shall be trained and authorized by the Manufacturer to install, integrate, test, and commission the system.
1.05 DELIVERY, STORAGE AND HANDLING

A. Deliver the camera in the manufacturer’s original, unopened, undamaged container with identification labels intact.

B. Store the camera in a temperature environment protected from mechanical and environmental conditions as designated by the manufacturer.

1.06 WARRANTY AND SUPPORT
A. Manufacturer shall provide a limited 3-year warranty for the product to be free of defects in material and workmanship.
B. Manufacturer shall provide options to extend the warranty by up to 5 years at the time of initial purchase.
END OF SECTION
PART 2:  PRODUCTS
2.01 EQUIPMENT

A. Manufacturer: 
Pelco


625 W. Alluvial


Fresno, CA 93711 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
B. NextGen Sarix Enhanced Outdoor Environmental Bullet Cameras with IR Illumination: 

MPx

Model #

3 MPx

IBE329-1R

3 MPx

IBE322-1R

2 MPx

IBE229-1R

2 MPx

IBE222-1R

1.3 MPx
IBE129-1R

C. NextGen Sarix Enhanced Indoor Bullet Cameras:

MPx

Model #

3 MPx

IBE329-1I

3 MPx

IBE322-1I
2 MPx

IBE229-1I

2 MPx

IBE222-1I
1.3 MPx
IBE129-1I
2.02 GENERAL DESCRIPTION
A. The network camera system shall offer two simultaneous video streams with up to 3 MPx,
2048 x 1536 resolution, auto iris, and varifocal lens capabilities.
B. The network camera system shall possess the following primary characteristics:
1. H.264 High, Main or Base profiles; and MJPEG compression

2. up to 3 megapixels

3. dual streaming (two independent IP video streams)

4. day/night operation with IR cut filter
5. Wide Dynamic Range (WDR): 130 dB
6. PoE (IEEE 802.3af, Class 3), 24 VAC, 12 VDC

7. Pelco H.264 Smart Compression Technology
8. multicast and unicast capable with unlimited H.264 viewers

9. unicast capable with up to 20 simultaneous viewers
10. local storage via SD/SDHC/SDXC 

11. audio input and output

12. alarm input and output

13. IP66 and IK10 (including front)

14. Type 4X (environmental models only)

2.03 VIDEO/CAMERA

A. Imaging Device:
Model

Sensor

Maximum Resolution
3 MPx

1/2.8-inch
2048 x 1536
2 MPx

1/2.8-inch
1920 x 1080
1 MPx

1/2.8-inch
1280 x 960
B. Imager Type:  CMOS
C. Electronic Shutter Range:
Model

Range
3 MPx

1/20,000 sec (or faster) to 2 sec
2 MPx

1/20,000 sec (or faster) to 2 sec
1 MPx

1/20,000 sec (or faster) to 2 sec

D. Minimum illumination:

E. Color mode:
Model


Sensitivity


Lens
1, 2, and 3 MPx

0.050 lux (33 ms, f/1.3)

3-9 mm
1, 2, and 3 MPx

0.005 lux (500 ms, f/1.3)

3-9 mm

1, 2, and 3 MPx

0.08 lux (33 ms, f/1.6)

9-22 mm

1, 2, and 3 MPx

0.008 lux (500 ms, f/1.6)

9-22 mm
F. Black & white mode:
Model


Sensitivity


Lens

1, 2, and 3 MPx

0.010 lux (33 ms, f/1.3)

3-9 mm
1, 2, and 3 MPx

0.001 lux (500 ms, f/1.3)

3-9 mm

1, 2, and 3 MPx

0.04 lux (33 ms, f/1.6)

9-22 mm

1, 2, and 3 MPx

0.0025 lux (500 ms, f/1.6)
9-22 mm
G. Black & white mode with IR on:
Model


Sensitivity
Lens
1, 2, and 3 MPx

0.000 lux
3-9 mm

1, 2, and 3 MPx

0.000 lux
9-22 mm
H. Scanning:
 Progressive
I. Image Control Settings
1. White balance range:
2,000º to 10,000ºK

2. Adaptive IR Illumination up to 30 meters (100 feet)
3. Day and night settings
4. Privacy zone definition: Up to 16 zones of window blanking
5. 3D noise reduction
J. Lens:
1. Built-in, varifocal

2. Focal Length:
F1.3, 3 ~ 9 mm, F1.6, 9 ~ 22 mm 
3. Zoom:

Remote
4. Auto Iris:
P-iris lens
5. Auto Focus:
Four user-selectable modes of automatic focus during runtime operation
a. Every 10 degrees in Celsius temperature change
b. Day/night transition
c. Every 24 hours
d. Manual trigger
6. Field of view:





(Angle of View)

Lens

Focal Length
Horizontal
Vertical

Mode

3 ~ 9 mm
Wide

100.7º

74º

4:3

3 ~ 9 mm
Tele

39º

29º

4:3

3 ~ 9 mm
Wide

93º

52º

16:9

3 ~ 9 mm
Tele

37º

21º

16:9

9 ~ 22 mm
Wide

33º

24º

4:3

9 ~ 22 mm
Tele

14º

10º

4:3

9 ~ 22 mm
Wide

30º

14º

16:9

9 ~ 22 mm
Tele

13º

7º

16:9
K. Video:
1. The network camera system shall support up to 2 simultaneous streams; the secondary stream is variable based on the setup of the primary stream.
2. Compression type:
H.264 High, Main, or Base profiles; and MJPEG
3. Corridor Mode:

Image rotate 90°, 180°, 270°. Image mirror.
4. Service Stream:

640 x 480 or 640 x 352; 2 ips, JPEG
5. Available resolutions:

MPx

Width x Height

Aspect Ratio
3.0

2048 x 1536

4:3

2.95

1984 x 1488

4:3

1.8

1600 x 1200

4:3 (3 MPx camera only)
1.2

1280 x 960

4:3
0.5

800 x 600

4:3
0.3

704 x 480

4:3
0.3 (480p)
640 x 480

4:3
0.08

320 x 240

4:3

2.0 (1080p)
1920 x 1080

16:9
0.9 (720p)
1280 x 720 

16:9

0.6

1024 x 576

16:9

0.5

960 x 544

16:9

0.3

800 x 448

16:9

0.2

640 x 360

16:9

0.06

320 x 192

16:9
6. Constrained variable bit rate (CVBR) and constant bit rate.
7. Frame rate:
Images per Second (ips) (depending on the coding, resolution, stream and WDR configuration)

Up to 60, 50, 30, 25, 20, 16, 15, 12, 10, 8, 7, 6, 5, 4, 3, 2, 1

8. Video streams shall support ONVIF profile S.

9. Low resolution JPEG stream for configuration of camera settings.

L. Storage and Recording
1. The network camera system control shall have onboard micro SD card storage.
a. Card type:
SD
b. Capacity:
up to 128 GB
2. The local SD storage shall have the ability to be backed up to alternate media without removal of the SD card from the camera.

3. Local recording on the SD card shall commence upon loss of network connectivity, or based on a pre-programmed schedule. Note: The camera will record if it still has power during a network outage.
4. The network camera system shall record video continuously in the case of network outage. Note: The camera will record if it still has power during a network outage.
5. Alarm recording: The network camera system shall capture selectable 1, 5, 10 15, 30 and 30 second video clips on camera sabotage, motion detection, or alarm input.

6. Video recording and storage shall support ONVIF profile G.

M. Manual Pan Tilt 

1. Pan Range:
360o
2. Tilt Range:
+5, -90o
3. Rotate Range:
360º


N. Suite of eight built-in analytics.

1. Abandoned Object

2. Intrusion Detection

3. Camera Sabotage

4. Wrong Direction

5. Loitering Detection

6. Object Counting

7. Object Removal

8. Stopped Vehicle
2.04 ADDITIONAL FEATURES

A. Alarm – The network camera system shall have one alarm/sensor inputs and a relay output for alarm or control.

1. The alarm input shall be able to detect an open or closed alarm state function in unsupervised modes.




2. Relay Output:
±350 VDC maximum, ±130  mA maximum
B. Audio – The network camera system shall have bi-directional audio capability.
1. Input/Output
2. Encoding:  G.711 PCM 8 bit, 8 kHz mono at 64 kbit/s
C. Discovery - Manufacturer shall offer a discovery program to identify all devices of his manufacture on the network.
D. System Information
1. The system settings of the network camera system shall be exportable as a separate file.
2. The network camera system shall maintain an accessible log of system and motion-triggered events.

2.05 NETWORK

A. Connectivity: 100 BASE-TX Ethernet with RJ-45 connector

B. Protocols supported

1. Transmission Control Protocol (TCP), Internet Protocol (IP) v4 and v6, User Datagram Protocol (UDP)

2. Configuration: Dynamic Host Configuration Protocol (DHCP)

3. Web services: Hypertext Transfer Protocol (HTTP), Secure HTTP (HTTPS)

4. Network services: Domain Name System (DNS), Network Time Protocol (NTP), Internet Control Message Protocol (ICMP), Simple Network Management Protocol (SNMP) v2c/v3, Universal Plug and Play (UPnP)

5. Media: Real-Time Transport Protocol (RTP), Real-Time Streaming Protocol (RTSP)

6. Multicast: Internet Group Management Protocol (IGMP)

7. Notifications: File Transfer Protocol (FTP), Simple Mail Transfer Protocol (SMTP)

8. Remote Access: Secure Shell (SSH)
9. Security: Secure Sockets Layer (SSL), IEEE 802.1x (EAP-MD5, EAP-TLS, EAP-TTLS, EAP-PEAP and EAP-FAST)
10. Quality of Service: IEEE 802.1p Layer 3 Differentiated Services Code Point (DSCP) 

11. DDNS – The network camera system shall support DDNS services offered by the Manufacturer and other publicly available service offerings. (DNS)
12. NTCIP 1205
C. Security

1. The network camera system shall support IP address filtering whereby users can enter a list of allowed or blocked IP addresses for viewing video and configuring camera settings
2. The network camera system shall provide three levels of user access with password protection.
2.06 CAMERA SOFTWARE

A. The network camera system shall have a built in web server which supports browser-based configuration. 

B. The camera’s web server shall allow access to camera information and all primary software functions. 

C. The Manufacturer shall offer video viewer and configuration to implement the following actions:
1. Camera discovery

2. Live Video

a. Video stream selection
b. Video stream configuration

1) Use preset video setting configurations

2) Configure custom video setting configurations

a) compression type

b) resolution

c) image rate

d) I-frame interval

e) H.264 profile
f) Image quality

g) Bit rate control

3) Multicast

4) Unicast

5) JPEG frame rate

c. Maximize view area of video to full size of browser

1) Revert to normal view

d. Open stream in new window

e. Capture and save image as .jpg file
f. Resize viewing area

3. Image Settings

a. image quality

b. exposure

c. focus

d. white balance

e. window blanking

f. digital zoom

g. lighting mode

h. video noise reduction

i. digital processing (color and detail adjustment)

1) image enhancement

2) quick setup preset modes

3) sharpness

4) saturation

5) contrast

6) brightness

j. exposure modes

4. Recording
a. Initiate instant record and playback
b. Manage SD card storage
5. Events
a. configure event sources:

1) external alarm events

2) analytic events

b. e-mail setup
c. define ftp/e-mail addresses for notifications
6. Camera network settings
7. System
a. firmware upgrade
b. reset to factory default
c. set date, time, and NTP server synchronization
d. user access control
e. view and export camera settings
f. view system logs
D. Acceptable Web Browsers:

a. Microsoft® Internet Explorer® 8.0 (or later)
b. Google® Chrome™ 51 and later
c. Apple® Safari® 7.0.6 

d. Mozilla® Firefox® 3.5 9 (or later)
E. The Manufacturer shall offer a mobile application with the capability to access live video from up to 500 cameras.

F. The Manufacturer shall support integrations as follows:

1. Video Management:
VideoXpert™; Endura® 2.0 (or later); Digital Sentry® 7.3 (or later); Third-party system through Pelco API/SDK, ONVIF Profile S, ONVIF Profile G, ONVIF Profile Q
2. Mobile Application
Pelco Mobile

3. Camera Discovery and Firmware:
Discover cameras upgrade firmware upgrade
Using Pelco Device Utility 2 (version 2.2 or later) 
or Pelco Utilities
2.07 ELECTRICAL

A. Power

1. Source Options

a. 24 VAC

b. PoE Class 3
c. 18 to 32 VAC range, 12 VDC

2. Power Consumption:
<16 W (with heater ring)

B. Connectors:

1. Ethernet: 

RJ-45 connector

2. External power: 
2-conductor power to terminal block

2.08 MECHANICAL AND ENVIRONMENTAL

A. Construction Material: 
Aluminum base and plastic sun shield

B. Finish:


RAL 9003 (indoor models), RAL 7047 (outdoor models)
C. Impact Resistance:

IK10 (20J)
D. Dimensions (D x H):  
23.41 cm (9.22 in) x 11.92 cm (4.69 in)
E. Temperature:

1. Operating: 

-10°C to 55°C (14°F to 131°F) (indoor models)

-40°C to 55°C (-40°F to 131°F) (outdoor models)
2. Storage:

-40°C to 60ºC (-40°F to 140ºF) (indoor and outdoor models)
F. Ingress Protection:

IP66
2.09 CERTIFICATIONS

A. CE – EN 55022 (Class A), EN 50130-4, EN 60950-1

B. FCC (Class A) – 47 CFR Part 15

C. UL and cUL Listed – UL 60950-1, CAN/CSA-C22.2 No. 60950-1-07

D. ICES-003 (Class A)

E. RCM

F. KC

G. RoHS

H. ONVIF Profile S, Profile G, and Profile Q conformant

I. Meets Type 4X (environmental models only), IP66 and IK10 ratings


END OF SECTION

PART 3:  EXECUTION

3.01 INSTALLERS

A. Contractor personnel shall comply with all applicable state and local licensing requirements.

3.02 PREPARATION

A. The network design and configuration shall be verified for compatibility and performance with the camera(s). 

B. Network configuration shall be tested and qualified by the Contractor prior to camera installation.

3.03 INSTALLATION

A. Before permanent installation of the system, the Contractor shall test the system in conditions simulating the final installed environment

1. A report indicating successful test results shall be produced.
B. Contractor shall follow all Manufacturer-published guidance on proper installation and configuration of the camera.
3.04 STORAGE

A. The dome camera hardware shall be stored in an environment where temperature and humidity are in the range specified by the Manufacturer.
END OF SECTION
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Pelco, Inc. understands that information is critical to success, which is why we are singularly focused on the development of video surveillance and security solutions that provide you the information necessary to make real-time, business-enabling decisions. From the recently introduced VideoXpert video management platform to our industry-leading selection of IP cameras and accessories, Pelco is committed to designing and delivering a broad range of high-quality, IP video security products and systems complemented with an unparalleled level of customer support and services.
For additional information, contact: 

Pelco


625 W. Alluvial

Fresno, CA 93711 USA


Phone: +1 813 888-9555

Web: www.pelco.com


E-mail: sales@pelco.com
HIGH DEFINITION OUTDOOR PTZ DOME VIDEO CAMERA (Spectra Enhanced Series)

DIVISION 28 – ELECTRONIC SAFETY AND SECURITY
28 20 00 
Electronic Surveillance
28 23 00 
Video Surveillance


28 23 29
Video Surveillance Remote Devices and Sensors

Notes to Specifier:

1.  Where several alternative parameters or specifications exist, or where, the specifier has the option of inserting text, such choices are presented in <bold text>.
2.  Explanatory notes and comments are presented in colored text.

HIGH DEFINITION OUTDOOR PTZ DOME VIDEO CAMERA

(Spectra Enhanced Series)
PART 1:  GENERAL

1.01 SUMMARY

A. Section includes a 1080p high definition IP PTZ video dome camera with outdoor rated dome housing. 
B.  Product - A high definition IP PTZ video dome camera, based on H.264 and MJPEG compression, capable of streaming up to 60 fps at resolutions up to 1920 x 1080, with dual streaming capability in an IP66 outdoor-rated dome housing.
C. Related Requirements

1. 27 20 00 Data Communications 

2. 28 23 13 Video Surveillance Control and Management Systems

3. 28 23 16 Video Surveillance Monitoring and Supervisory Interfaces

4. 28 23 19 Digital Video Recorders and Analog Recording Devices

5. 28 23 23 Video Surveillance Systems Infrastructure
1.02 REFERENCES

D. Abbreviations
1. AGC - Automatic Gain Control

2. API – Applications Programming Interface

3. ARP – Address Resolution Protocol

4. AWB – Automatic White Balance
5. BLC – Back Light Compensation

6. CBR – Constant Bit Rate

7. CVBR – Constant and Variable Bit Rate

8. DHCP - Dynamic Host Configuration Protocol
9. DNR – Digital Noise Reduction
10. DNS - Domain Name Server
11. DDNS – Dynamic Domain Name Server
12. EAP – Extensible Authentication Protocol
13. fps - frames per second
14. FTP - File Transfer Protocol
15. GUI – Graphical User Interface
16. HTTP - Hypertext Transfer Protocol
17. HTTPS – Secure Hypertext Transfer Protocol
18. ICMP – Internet Control Message Protocol
19. IGMP - Internet Group Management Protocol
20. IP - Internet Protocol
21. JPEG - Joint Photographic Experts Group
22. LDAP – Lightweight Directory Access Protocol
23. MJPEG - Motion JPEG
24. MPEG - Moving Pictures Experts Group
25. NTP - Network Time Protocol
26. PoE - Power over Ethernet
27. PPPoE - Point-to-Point Protocol over Ethernet
28. QoS – Quality of Service
29. RARP – Reverse Address Resolution Protocol
30. RTP - Real-Time Transport Protocol
31. RTSP - Real-Time Streaming Protocol
32. SMTP - Simple Mail Transfer Protocol
33. SNMP – Simple Network Management Protocol
34. SSH – Secure Shell
35. SSL – Secure Sockets Layer
36. TCP - Transmission Control Protocol
37. UDP - User Datagram Protocol
38. UPnP – Universal Plug and Play
39. VBR – Variable Bit Rate
40. WDR – Wide Dynamic Range
41. VMS - Video Management System
42. WDR – Wide Dynamic Range
D. Reference Standards
1. Network

a. IEEE

1) 802.3 Ethernet Standards

2) 802.1x – Port-based authentication
2. Video

a. ISO / IEC 14496 –10, MPEG-4 Part 10 (ITU H.264)

b. ISO / IEC 10918 – JPEG 
c. ONVIF – Profile S and Profile G
3. Emissions

a. FCC-47 CFR Part 15, Class A

b. CE, Class A

c. ICES-003, Class A
4. Environmental

a. ANSI / IEC 60529 – Degrees of Protection Provided by Enclosures – IP66
b. IK10 (20J) Impact Resistance / IEC62262

c. National Electrical Manufacturers Association, NEMA 250-2003, 4X Enclosure Definition 
1.03  SUBMITTALS
A. Product Data
5. Manufacturer’s printed or electronic data sheets
6. Manufacturer’s installation and operation manuals
7. Warranty documentation
1.04 QUALIFICATIONS

A. Manufacturer shall have a minimum of five years’ experience in producing IP video equipment.
B. Installers shall be trained and authorized by the Manufacturer to install, integrate, test, and commission the system.
1.05 DELIVERY, STORAGE AND HANDLING

A. Deliver the camera in the manufacturer’s original, unopened, undamaged container with identification labels intact.
B. Store the camera in a temperature environment protected from mechanical and environmental conditions as designated by the manufacturer.

1.06  WARRANTY AND SUPPORT
A. Manufacturer shall provide a limited 3-year warranty for the product to be free of defects in material and workmanship.
END OF SECTION

PART 2:  PRODUCTS
2.01  EQUIPMENT

A. Manufacturer: 
Pelco


625 W. Alluvial


Fresno, CA 93711 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
B. Model

 Spectra Enhanced (Environmental Models)
	Spectra Enhanced Low Light, 2.0 MPx, 30X

S6230-FWL0

S6230-FWL1

S6230-YBL0

S6230-YBL1

S6230-PGL0

S6230-PGL0
S6230-PGL1

S6230-PBL0

S6230-PBL1

S6230-EGL0

S6230-EGL1

S6230-ESGL0

S6230-ESGL1


C. Alternates: None

2.02 GENERAL DESCRIPTION

A. The High Definition Outdoor PTZ Dome Camera (“PTZ Dome camera”) shall provide video performance capable of providing selectable resolutions up to 1920 x 1080 pixels at up to 60 frames per second (fps).
B. The PTZ dome camera shall possess the following primary characteristics:
1. Variable speed/high speed pan/tilt drive unit with continuous 360° rotation up to 450°/sec
2. H.264 and MJPEG compression

3. 2.1 megapixels

4. dual streaming (two independent IP video streams)

5. day/night operation with IR cut filter
6. 12 x digital zoom, <30X> optical zoom

7. Automatic gain Control:

41 dB maximum

8. Wide Dynamic Range (WDR):
130 dB minimum

9. integral video analytics with nine user configurable behaviors

10. electronic image stabilization

11. PoE+ and High PoE capable

12. Pelco H.264 Smart Compression Technology
13. multicast or unicast capable with unlimited H.264 viewers

14. unicast capable with up to 20 simultaneous viewers
15. local storage via SDXC card

16. audio input and output

17. alarm input and output

18. IP66 rated housing

2.03  VIDEO
A. Imager
1. Sensor:
 
1/2.8" Sony Exmor CMOS

2. Minimum illumination

a. Color mode: 

.20 lux (33 ms, F1.6), .025 lux (250 ms, F1.6)

b. Color mode (low light)
.03 lux (33 ms, F1.6), .008 lux (250 ms, F1.6)
c. Black & white mode: 
.06 lux (33 ms, F1.6), .008 lux (250 ms, F1.6)

d. Black & White mode (low light) .004 lux (33 ms, F1.6), .001 lux (250 ms, F1.6)
3. Scanning:
 Progressive
4. Image Control Settings
a. Automatic white balance (AWB)

1) Selectable for:

a) Normal (7,500K to 2,500K)

b) Extended (7,500K to 2,000K)

c) Auto Tracking White (10,000K to 2,000K)

d) Cool White – fixed mode for scenes with bluer light sources

e) Manual mode - provide ability to configure red and blue values for color adjustment
b. Lighting modes:
WDR, visibility enhancement, backlight compensation, normal

c. Defog mode (enhanced clarity in the presence of fog)

d. Exposure modes: 
automatic or manual
e. Day and night settings

f. Frequency

g. Image sharpness

h. Chroma

i. Image mirror or flip

j. Digital noise reduction

k. Privacy zone definition:  up to 32 zones of window blanking

5. Additional capabilities:

a. 130 dB WDR

b. Backlight compensation

c. Automatic gain control (AGC)

d. Active noise filtering

e. Electronic image stabilization

B. Lens:
4.7- 94 mm variable, F1.6 – F4.7, remote auto-focus
1. Horizontal angle of view:
<63.7o (wide) – 2.3o (tele)> 

2. Focus settings

a. Auto Focus: Automatically focuses during runtime operation.

b. Sure Focus: Camera auto focuses when pan, tilt, and zoom operations are complete or if the IR cut filter changes state.  
1) When auto focus lock is achieved, auto focus shall turn off, fixing the focal position until the next PTZ operation.
2) If 30 seconds pass without an auto focus lock, the camera shall retain its focal position until the next PTZ action.

c. Focus Trace: Enables camera to use a focus trace curve when zooming based on the distance to ground-level targets in the scene
d. Install Height: Determines the distance between the camera and ground-level targets for focus trace operations

C. Video Streams 
1. The PTZ dome camera shall support the transmission of two configurable video streams, each of which may have the following properties:
a. Compression type:
1) H.264 (High, main, or Base profiles), available in Stream 1 and Stream 2
2) MJPEG, available in Stream 2
b. Available resolutions:


1) 1920 x 1080 (16:9) (1080p)

2) 1280 x 720 (16:9) (720p)

3) 800 x 448 (16:9)

4) 640 x 352 (16:9)

c. Bit rate:
1.8 Mbps – 8 Mbps
d. Frame rate:
0 – 60 fps
2. Video streams shall be support ONVIF profile S.
3. The PTZ dome camera shall have the following additional streams available:

a. Low resolution JPEG stream for configuration of camera settings.

b. Event stream displaying a list of alerts triggered by an active analytic behavior.
4. Pelco’s H.264 Smart Compression Technology lowers bandwidth and storage requirements by up to 70%, while reducing storage requirements.

5. Pelco’s Camera Link technology brings together the best of two flagship Pelco products: You get the seamless and continual situational awareness of Optera across a wide space along with the ability to automatically zoom in for great detail with nearby Spectra Enhanced and follow people and vehicles closely.
D. Storage and Recording
1. The PTZ dome control shall have onboard SD card storage.
a. Card type:
SDXC
b. Capacity:
up to 2 TB
2. The local SD storage shall have the ability to be backed up to alternate media without removal of the SD card from the camera.

3. Local recording on the SD card shall commence upon loss of network connectivity, based on a pre-programmed schedule.

4. Video shall be recorded continuously in the case of network outage.

5. Alarm recording: The PTZ dome camera shall capture selectable 1, 5, or 10 second video clips on camera sabotage, motion detection, or alarm input.

6. Video recording and storage shall support ONVIF profile G.

E. Pan Tilt 

1. Pan Range:
360o
2. Tilt Range:
+1o - 90o
3. Presets:
up to 256

a. accuracy
± .1o
4. Tours:

up to 16

5. Pan Speed:


a. manual:
.1o - 80o per second

b. maximum:
450o per second

6. Tilt Speed:


a. manual:
.1o - 45o per second

b. maximum:
450o per second

7. Limit stops:  configurable through web browser



F. Analytics

1. Analytics shall be pre-loaded in the PTZ dome camera.

2. The PTZ dome camera shall have the ability to detect motion within user defined areas of the video image.
3. Number of simultaneous running analytic behaviors:  3

4. Configurable behaviors:

a. Abandoned Object - Detection of objects placed in a defined zone and triggers an alarm if the object remains in the zone longer than the user-defined time allows. 

b. Adaptive Motion -  Detection and tracking of objects that enter a scene and triggering of an alarm when the objects enter a user-defined zone 

c. Auto Tracker - Detection and tracking of movement in the camera’s field of view, with automatic pan and tilt to follow the moving object until the object stops or disappears from the monitored area
d. Camera Sabotage - Detection of contrast changes in the field of view, suitable to detect lens obstruction or unauthorized repositioning of the camera
e. Directional Motion -   Detection of person or object moving in a specified direction 

f. Loitering Detection – Identification of people or vehicles remaining in a defined zone longer than a user-defined time
g. Object Counting - Counting the number of objects that enter a defined zone or cross a tripwire
h. Object Removal – Detection of object is removed from a defined zone
i. Stopped Vehicle – Detection of vehicles stopped near a sensitive area longer than a user-defined time
2.04  ADDITIONAL FEATURES

A. Alarm – The PTZ dome camera shall have four alarm/sensor inputs and a relay output for alarm or control.

1. The alarm input shall be able to detect an open or closed alarm state function in unsupervised or supervised modes.




2. Input:

3.5 VDC maximum, 3.5mA maximum

3. Relay Output:
±32 VDC maximum, 150mA maximum
B. Audio – The PTZ dome camera shall have bi-directional audio capability.
1. Input/Output:
Line level/external microphone input; 600-ohm differential, 1 V p-p maximum 
2. Encoding:
G711 - Alaw / mlaw
C. Discovery - Manufacturer shall offer a discovery program to identify all devices of his manufacture on the network.
D. System Information
1. The system settings of the PTZ dome camera shall be exportable as a separate file.
2. The PTZ dome camera shall maintain an accessible log of system and motion-triggered events.

a. The log shall be exportable to an Excel spreadsheet file.
2.05  NETWORK

A. Connectivity: 100 BASE-TX Ethernet with RJ-45 connector

B. Protocols supported

1. Transmission Control Protocol (TCP), Internet Protocol (IP) v4 and v6, User Datagram Protocol (UDP)

2. Configuration: Dynamic Host Configuration Protocol (DHCP)
3. Web services: Hypertext Transfer Protocol (HTTP), Secure HTTP (HTTPS)

4. Network services: Domain Name System (DNS), Network Time Protocol (NTP), Internet Control Message Protocol (ICMP), Simple Network Management Protocol (SNMP) v2c/v3, Universal Plug and Play (UPnP)

5. Media: Real-Time Transport Protocol (RTP), Real-Time Streaming Protocol (RTSP)

6. Multicast: Internet Group Management Protocol (IGMP)

7. Notifications: File Transfer Protocol (FTP), Simple Mail Transfer Protocol (SMTP)

8. Remote Access: Secure Shell (SSH)
9. Security: Secure Sockets Layer (SSL), IEEE 802.1x (EAP-MD5, EAP-TLS, EAP-TTLS, EAP-PEAP and EAP-FAST)
10. Quality of Service: IEEE 802.1p Layer 3 Differentiated Services Code Point (DSCP)

C. DDNS – The PTZ dome camera shall support DDNS services offered by the Manufacturer and other publicly available service offerings.

D. Security

1. The PTZ dome camera shall support IP address filtering whereby users can enter a list of allowed or blocked IP addresses for viewing video and configuring camera settings
2. The PTZ dome camera shall provide three levels of user access with password protection.
3. User authentication shall be available through a Lightweight Directory Access Protocol (LDAP) server.
2.06  CAMERA SOFTWARE

A. The PTZ dome camera shall have a built in web server which supports browser-based configuration. 

B. The camera’s web server shall allow access to camera information and all primary software functions. 

C. The Manufacturer shall offer video viewer and configuration to implement the following actions:
1. Camera discovery

2. Live Video

a. Video stream selection

b. Video stream configuration

1) Use preset video setting configurations

2) Configure custom video setting configurations

a) compression type

b) resolution

c) image rate

d) I-frame interval

e) H.264 profile
f) Quality of Service (QoS)
g) Bit rate control

3) Multicast

4) Unicast

5) JPEG frame rate

c. Maximize view area of video to full size of browser

1) Revert to normal view

d. Open stream in new window

e. Capture and save image as .jpg file

f. Center camera field of view

g. Configure PTZ functions

1) control type:

a) linear

b) exponential

c) proportional (to zoom)

d) auto flip allowing 180o rotation when camera is pointing straight down

e) resume last PTZ action requested before power loss

2) set pan center point

3) pan and tilt limit stops

h. Engage PTZ functions

1) pan

2) tilt

3) zoom

4) focus

5) iris open/close

i. Resize viewing area

3. Image Settings

a. image quality

b. exposure
c. focus
d. white balance
e. window blanking
f. preset configuration

g. preset tours
h. positioning
i. digital zoom

j. freeze frames during preset calls

k. image stabilization

l. lighting mode

m. defog mode

n. video noise reduction

o. digital processing (color and detail adjustment)

1) image enhancement

2) quick setup preset modes

3) sharpness

4) saturation

5) contrast

6) brightness

p. exposure modes

q. window blanking calibration

4. Recording
a. Initiate instant record and playback
b. Manage SD card storage
5. Events
a. configure event sources:

1) external alarm events

2) analytic events
b. e-mail setup
c. define web addresses for notifications
6. Camera network settings
7. System
a. firmware upgrade
b. reset to factory default
c. set date, time, and NTP server synchronization
d. user access control
e. view and export camera settings
f. view system logs
D. Minimum System Requirements
1. Processor: 
 Intel® Core™ i3 Processor, 2.4 GHz

2. Acceptable Operating Systems: 

a. Windows® 7 (32-bit and 64-bit) with DirectX® 11
b. Mac OS X 10.4 (or later)

3. Memory: 
4 GB RAM

4. Network Interface Card: 100 megabits (or greater)

5. Monitor: Minimum 1024 x 768 resolution, 16- or 32-bit pixel color 

6. Acceptable Web Browsers:

a. Internet Explorer® 8.0(or later)
b. Firefox 3.5 (or later
Internet Explorer 8.0 (or later) is recommended for configuring analytics

7. Acceptable Media Players: 
a. Pelco Media Player
b. QuickTime 7.6.5 for Windows 7

c. QuickTime 7.6.4 for Mac OS X 10.4 (or later)
E. The Manufacturer shall offer a mobile application with the capability to access live video from up to 500 cameras.

F. The Manufacturer shall offer an open API.
2.07 ELECTRICAL

A. Power

1. Source Options

a. 24 VAC/VDC

b. PoE+ (802.3at, Class 4)

c. High PoE 

2. Power Consumption:



a. with heater/blower

1) 24 VAC:
81 VA

2) 24 VDC:
3 A nominal

b. with heater only

1) PoE+:

18 W with High PoE injector

2) High PoE:
60 W

c. without heater or blower

1) 24 VAC:
24 VA

2) 24 VDC:
1 A nominal

3) PoE+:

15 W

4) High PoE:
15 W

B. Connectors:

1. Ethernet: 


RJ-45 connector

2. External power (24 VAC/VDC): 
2-conductor power to terminal block

2.08 MECHANICAL AND ENVIRONMENTAL

A. Housing Material: 


1. Back box, lower dome:
<aluminum> <316 stainless steel>
2. Dome bubble:

<clear acrylic> <smoked acrylic>
B. Configuration: 

PTZ dome
C. Conduit attachments:
1. Pendant mounted:
1.5-inch NPT 

2. In-ceiling:

 3/4-inch NPT 
D. Temperature:

1. Operating Temperature: 
	
	Models

	Temperature
	In-Ceiling

(24 VAC, PoE+)
	Standard Pendant 

(24 VAC, PoE+)
	Environmental Pendant and In-Ceiling

(24 VAC)
	Environmental Pendant and In-Ceiling

(HPoE)
	Environmental Pendant and In-Ceiling

(PoE+)

	Maximum
	50ºC (122ºF)
	50ºC (122ºF)
	60ºC (140ºF)
	60ºC (140ºF)
	60ºC (140ºF)

	Minimum
	0ºC (32ºF)
	-5ºC (23ºF)
	-51ºC (-60ºF)
	-45ºC (-49ºF)
	-20ºC (-4ºF)

	Ice Free
	N/A
	N/A
	-30ºC (-22ºF)
	-30ºC (-22ºF)
	-10ºC (14ºF)

	Cold Start
	0ºC (32ºF)
	0ºC (32ºF)
	-40ºC (-40ºF)
	-35ºC (-31ºF)
	-10ºC (14ºF)

	De-Icing
	N/A
	N/A
	-30ºC (-22ºF)
	-30ºC (-22ºF)
	N/A

	Storage Temperature
	-20ºC to 60ºC (-5ºF to 140ºF)


E. Operating Humidity:

10 to 100%, RH condensing (Environmental models), 

10 to 90% RH noncondensing (Indoor models)

F. Environmental Rating:
IP66

END OF SECTION
PART 3:  EXECUTION

3.01 INSTALLERS
A. Contractor personnel shall comply with all applicable state and local licensing requirements.
3.02 PREPARATION

A. The network design and configuration shall be verified for compatibility and performance with the camera(s). 
B. Network configuration shall be tested and qualified by the Contractor prior to camera installation.
3.03 INSTALLATION
A. Before permanent installation of the system, the Contractor shall test the system in conditions simulating the final installed environment

1. A report indicating successful test results shall be produced.

3.04 STORAGE

A. The PTZ dome camera hardware shall be stored in an environment where temperature and humidity are in the range specified by the Manufacturer.
END OF SECTION

OPTERA™ IMM SERIES CAMERA WITH SUREVISION™ 2.0 

TECHNICAL SPECIFICATIONS
SECURITY SYSTEM


DIVISION – 28 ELECTRONIC SAFETY AND SECURITY
                                    

LEVEL 1___28 20 00 ELECTRONIC SURVEILLANCE

LEVEL 2___28 23 00 VIDEO SURVEILLANCE

LEVEL 3__28 23 29 VIDEO SURVEILLANCE REMOTE DEVICES AND SENSORS
PART 1:  GENERAL

A. Equipment and materials used shall be standard components that are manufactured and available for purchase as standard replacement parts as long as the product is commercially available from the manufacturer.  
B. All manufactured products shall be thoroughly tested and proven in actual use.
C. All manufactured products shall include, at no additional cost, online support services and availability of a toll-free (U.S. and Canada), 24-hour technical assistance program (TAP) for emergencies.
D. The manufacturer shall repair or replace without charge, manufactured products proven defective in material or workmanship for the stated warranty period from the date of shipment. 
PART 2:  PRODUCTS

2.01 INDOOR / OUTDOOR PANOMERSIVE NETWORK CAMERAS

A. The IP Panoramic indoor/outdoor multi-sensor camera system shall transparently integrate video across all sensor’s in the camera presenting a seamless fully stitched and blended total resolution of 12 megapixel (MPx), 2048 x 1536 x 4.
B. The IP Panoramic indoor/outdoor multi-sensor camera system technology shall include options for 180º, 270º and 360º camera functionality as well as provide pan and tilt adjustment of the camera module for 180º degree models and pan for 270º and 360º modules.
C. In conjunction with a Video Management System “VMS” that integrates the Panomersive Toolkit, the camera shall be able to support seamless panoramic views and simultaneous Immersive Views that allow for the pan, tilt and zoom in, across the entire field of view.
D. The IP Panoramic indoor/outdoor multi-sensor camera system housing technology shall meet the IK10 impact specification as well as standard mounting hardware capabilities that would include but not be limited to Pendant, Surface, and Ceiling mount hardware.
E. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide SureVision™ 2.0 technology that seamlessly delivers extended True Wide Dynamic Range (WDR), low-light performance, and anti-bloom technology, operating in a simultaneous mode of operation.
F. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide a slot for a removable, local storage medium (not provided by camera manufacturer) (Micro SD) to capture video clips of varying lengths in accordance with the ONVIF G Profile. Any Video Management System “VMS” that is conformant to this standard can initiate storage and retrieval of video, for instance to safeguard against network failure.
G. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide a service video stream in addition to and independent of the video streams. 
H. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide advanced low-light capabilities for day/night models with sensitivity down to 0.03 lux for the 180º and 0.05 lux in the 270º and 360º models respectively while in night mode.
I. The IP Panoramic indoor/outdoor multi-sensor camera system shall support industry standard Power over Ethernet Plus (PoE+) IEEE 802.3at, Class4 to supply power to the camera over the network.
J. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide options for clear and smoked lower domes.
K. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide Wide Dynamic Range (WDR) up to 120 dB with dynamic adjustments through the User Interface across the cameras field of view.
L. The IP Panoramic indoor/outdoor multi-sensor camera system shall have a mechanical IR cut filter mechanism for increased sensitivity in low-light installations.  Set points for the IR cut filter feature shall be configurable through an embedded Web browser.
M. The IP Panoramic indoor/outdoor multi-sensor camera system shall support H.264 High, Main or Base profiles, using constrained variable bit rate (CVBR) as the default, variable bit rate (VBR), or constant bit rate (CBR) with target range.
N. Pelco’s Smart Compression Technology lowers bandwidth and storage requirements by up to 70%. Our technology allows the user to make intelligent decisions regarding storage savings and image quality.
O. Pelco Camera Link technology brings together the best of two flagship Pelco products: You get the seamless and continual situational awareness of Optera across a wide space along with the ability to automatically zoom in for great detail with nearby Spectra Enhanced to follow people and vehicles closely. We have an analytic behavior associated with this feature that detects and tracks objects that enter a scene and passes this information through Pelco Camera Link to a Pelco PTZ camera.
P. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide 802.1x port security to establish point-to-point access through a wired or wireless port using Extensible Authentication Protocol (EAP).
Q. The IP Panoramic indoor/outdoor multi-sensor camera system shall conform to the ONVIF Profile S and Profile G, and support open architecture best practices with a published API available to third-party network video recording and management systems. A “Panomersive” SDK that would enable Video Management Systems to d-warp the streams from this camera into panoramic and Immersive Views shall be made available.
R. The IP Panoramic indoor/outdoor multi-sensor camera system shall support SNMP v2c and v3.
S. The IP Panoramic indoor/outdoor multi-sensor camera system shall support IPv6 configurations in conjunction with IPv4.
T. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide Auto or Manual exposure settings for adjusting the amount of light detected by the camera sensor.
U. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide user-selectable configurations for day/night auto mode.  Transitional levels shall be used to set the desired light level for transitioning to night mode.  Transition detect time shall control the length of time that the camera is exposed to a light level before changing to color or monochrome mode. 
V. The IP Panoramic indoor/outdoor multi-sensor camera system shall be factory focused, requiring no manual adjustment of focus in the field.
W. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide User and Group settings to assign permissions and access levels to the camera.
X. The IP Panoramic indoor/outdoor multi-sensor camera system shall be based on a 1/3.2-inch high resolution CMOS sensor and includes four of them in the cameras standard configuration.

Y. The IP Panoramic indoor / outdoor network camera system shall include a camera module, back box, and lower dome.

Z. The IP Panoramic indoor/outdoor multi-sensor camera system shall support standard IT protocols.
AA. The IP Panoramic indoor/outdoor multi-sensor camera dome system shall provide a 1000Base-T network interface.

AB. The IP Panoramic indoor/outdoor multi-sensor camera system shall be plenum-rated per 2008 NEC article 300.22(C)(2).

AC. The IP Panoramic indoor/outdoor multi-sensor camera system shall be vandal and tamper resistant with an impact resistance of IK10 (20 Joules).

AD. The IP Panoramic indoor/outdoor multi-sensor camera system shall be NEMA-4X, IP66 rated.

AE. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide a 3/4-inch NPT conduit attachment on the side and top of the back box for in-ceiling and surface mounted applications.
AF. The IP Panoramic indoor/outdoor multi-sensor camera system shall attach to a standard (1900) 4-inch square box or standard 2-gang electrical box for surface mounted applications.
AG. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide a 1.5-inch NPT conduit attachment for pendant mounted applications.
AH. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide for a standards based HTML interface.

AI. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide Window Blanking Technology for user defined privacy areas.
AJ. The IP Panoramic indoor/outdoor multi-sensor camera system shall feature open architecture connectivity for third-party software recording solutions allowing integration into virtually any IP-based system. It is also compatible with Pelco VideoXpert and Digital Sentry® video management systems.

AK. The IP Panoramic indoor/outdoor multi-sensor camera system shall provide integrated video analytics with the ability to provide hardware and software alarms based on the analytic behaviors presented.
AL. Pelco Analytics for the IP Panoramic indoor/outdoor multi-sensor camera system shall include:
a. Abandoned Object:  Detects objects placed in a defined zone and triggers an alarm if the object remains in the zone longer than the user-defined time allows. An airport terminal is a typical installation for this behavior. This behavior can also detect objects left behind at an ATM, signaling possible card skimming.
b. Adaptive Motion:  Detects and tracks objects that enter a scene and then triggers an alarm when the objects enter a user-defined zone. This behavior is primarily used in outdoor environments with light traffic to reduce the number of false alarms caused by environmental changes.
c. Camera Sabotage: Detects contrast changes in the field of view. An alarm is triggered if the lens is obstructed with spray paint, a cloth, or a lens cap. Any unauthorized repositioning of the camera also triggers an alarm.
d. Directional Motion:  Generates an alarm in a high traffic area when a person or object moves in a specified direction. Typical installations for this behavior include an airport gate or tunnel where cameras can detect objects moving in the opposite direction of the normal flow of traffic or an individual entering through an exit door.
e. Loitering Detection:  Identifies when people or vehicles remain in a defined zone longer than the user-defined time allows. This behavior is effective in real-time notification of suspicious behavior around ATMs, stairwells, and school grounds.
f. Object Counting:  Counts the number of objects that enter a defined zone or cross a tripwire. This behavior might be used to count the number of people at a store entrance/exit or inside a store where the traffic is light. This behavior is based on tracking and does not count people in a crowded setting.
g. Object Removal:  Triggers an alarm if an object is removed from a defined zone. This behavior is ideal for customers who want to detect the removal of high value objects, such as a painting from a wall or a statue from a pedestal.
h. Stopped Vehicle:  Detects vehicles stopped near a sensitive area longer than the user-defined time allows. This behavior is ideal for airport curbside drop-offs, parking enforcement, suspicious parking, traffic lane breakdowns, and vehicles waiting at gates.
AM. The IP Panoramic indoor/outdoor multi-sensor camera system shall meet or exceed the following design and performance specifications.
1. Camera Specifications
a. Imaging Device

1/3.2-inch
b. Imager Type

CMOS
c. Imager Readout

Progressive scan
d. Highest Resolution

12 MP, 2048 x 1536 x 4
e. Signal-to-Noise Ratio

>50 db
f. Sensitivity
1. 180º Model
f/2.0, 0.3 lux color (33 ms), 0.14 lux mono (33 ms)
2. 270º, 360º Models
f/2.5, 0.5 lux color (33 ms), 0.2 lux mono (33 ms)
g. Day/Night Capabilities

Yes
h. Mechanical IR Cut Filter

Yes, (ON/OFF/AUTO selectable) with different set points
i. Wide Dynamic Range

120 dB
2. Lens Specifications
a. Length
1. 180º Model

f/2.0 ~ 4.8 mm
2. 270º, 360º Models
f/2.5 ~ 2.7 mm
b. Field of View
1. 180º Model

180º horizontal, 41º vertical
2. 270º Model

270º horizontal, 73º vertical
3. 360º Model

360º horizontal, 73º vertical







3. Video Specifications
a. Video Streams
Set of streams to deliver full resolution views; secondary stream 

that comprises a lower resolution mosaic of above streams

b. Frame Rate(s)

User selectable up to 12.5 frames per second (fps)

c. Video Encoding

H.264 High, Main, or Base profiles; MJPEG (mosaic stream   




only); Pelco Smart Compression
d. Bit Rate Control

Default maximum for Constrained Variable Rate
(CVBR) at 




maximum resolution and frame rate
	
	Maximum Bit Rate
	Typical Bit Rate at Recommended Settings

	180º Model
	28 Mbps
	16 Mbps

	270º Model
	25 Mbps
	16 Mbps

	360º Model
	25 Mbps
	15 Mbps


e. Network

1. Supported Protocols
TCP/IP, UDP/IP (Unicast, Multicast IGMP), UPnP, DNS, DHCP, 



RTP, RTSP, NTP, IPv4, IPv6, SNMP v2c/v3, QoS, HTTP, 



HTTPS, SSH, SSL, SMTP, FTP, ARP, ICMP, and +802.1x(EAP) 


Note: IPv6 supports mixed IPv4 and IPv6 installations, but not 
 


IPv6-only deployments

2. Users

i. Unicast
Up to 20 simultaneous depending on the
 resolution settings, and 
frame rate

ii. Multicast
Unlimited H.264

f. Security Access


Password protected

g. Software Interface


Web browser view and setup

h. Pelco System Integration

Pelco VideoXpert, Digital Sentry

i. Open API Integration

Pelco API, Panomersive SDK, ONVIF Profile S and G

j. Minimum System Requirements

1. Processor 


Intel® Core™ i3 processor, 2.4 GHz

2. Operating System

Microsoft Windows® 10, Windows® 7 (32- and 64-bit), 




or Windows Vista ®; or Mac® OS X 10.9 
(or later)

3. Memory


 4 GB RAM

4. Network Interface

100 Mbit (or greater)

5. Monitor



Minimum of 1024 x 768 resolution, 16- or 32-bit pixel 




color resolution

6. Web Browser


Internet Explorer® 8.0 (or later); Mozilla®  Firefox® 35 




(or later); Google® Chrome 40 (or later)

k. Analytics

1. Open API


The Pelco API can transmit behavior alarm data





to third-party applications, Go to pdn.pelco.com 
4. Range Guidance

	
	Requirement
	180º
	270º/360º

	Detection
	20 Pix/m (7 Pix/ft)
	112 m (319 ft)
	60 m (172 ft)

	Classification
	40 Pix/m (13 Pix/ft)
	56 m (172 ft)
	30 m (93 ft)

	Recognition
	60 Pix/m (20 Pix/ft)
	37 m (112 ft)
	20 m (60 ft)

	Identification
	150 Pix/m (49 Pix/ft)
	15 m (46 ft)
	8 m (25 ft)


5. Electrical Specifications

a. Network Port

RJ-45 connector for 1000Base-T 1 Gigabit/sec Auto MDI/MDI-X 




PoE+; Class 4

b. Cabling Type

Category 5 or better



c. Input Power


PoE+ (IEEE 802.3at, Class 4)

d. Power Consumption

1. Without Heater

17 watts

2. With Heater

23 watts






e. Local Storage

Micro SD, SDHC

f. Alarm

1. Unsupervised

Detects open or closed alarm state

2. Supervised

Detects open and short alarm state with external





1-kohm resistor to detect alarm tampering

3. Input


3.5 VDC maximum, 3.5 mA maximum

g. Relay Output

±32 VDC maximum, 150 mA maximum

h. Audio

1. Streaming

Bidirectional: full or half duplex

2. Input/Output


600 ohm differential, 1Vp-p max. signal level

3. Compression


G.711 PCM 8 bit, 8 kHz mono at 64 kbit/s

6. Back box and lower dome specifications

a. Indoor Vandal, In-Ceiling

1. Installation


Single back box for suspended or hard ceiling





applications

2. Back Box


Plenum rated

3. Cable Entry


0.75-inch NPT or 25 mm conduit
 attachments on





side and top of back box

4. Operating Temperatures
–10º to 50ºC (14º to 122ºF)

5. Operating Humidity

15 to 85%, RH non-condensing

6. Impact Resistance

IK10

7. Shock and Vibration

EN50155 Category 1, Class B; IEC 60068:2-6





and 2-27, ISTA-2A, Sequence 5, MIL810G

8. Construction


Alodine aluminum

b. Indoor Vandal, Surface Mount

1. Installation


Attaches to standard 4-inch square outlet box





and 2-gang electrical box; 0.75-inch NTP or





25 mm conduit attachments on side back box;





wire entry through grommet on top of back box

2. Operating Temperatures
–10º to 50ºC (14º to 122ºF)

3. Operating Humidity

15 to 85%, RH non-condensing

4. Impact Resistance

IK10 

5. Shock and Vibration

EN50155 Category 1, Class B; IEC 60068:2-6





and 2-27, ISTA-2A, Sequence 5, MIL810G

6. Construction


Alodine aluminum

c. Indoor Vandal, Pendant








1. Installation


1.5-inch NPT conduit/pipe attachment



2. Operating Temperatures
–10º to 50ºC (14º to 122ºF)

3. Operating Humidity

15 to 85%, RH non-condensing

4. Impact Resistance

IK10

5. Shock and Vibration

EN50155 Category 1, Class B; IEC 60068:2-6





and 2-27, ISTA-2A, Sequence 5, MIL810G

6. Construction


Alodine aluminum

a. Environmental Vandal, In-Ceiling


7. Installation


Single back box for suspended or hard ceiling





applications

8. Back Box


Plenum rated

9. Cable Entry


0.75-inch NPT or 25 mm conduit
 attachments on





side and top of back box

10. Operating Temperatures
–40º to 50ºC (–40º to 122ºF)

11. Operating Humidity

10 to 95%, RH non-condensing

12. Impact Resistance

IK10 

13. Shock and Vibration

EN50155 Category 1, Class B; IEC 60068:2-6





and 2-27, ISTA-2A, Sequence 5, MIL810G

14. Construction


Alodine aluminum

15. Ingress protection

IP66

b. Environmental Vandal, Surface Mount

1. Installation


Attaches to standard 4-inch square outlet box





and 2-gang electrical box

2. Cable Entry


0.75-inch NPT or 25 mm conduit attachments on





side and top of back box. Wire entry through





grommet on top of back box

3. Operating Temperatures
–40º to 50ºC (–40º to 122ºF)

4. Operating Humidity

10 to 95%, RH condensing

5. Impact Resistance

IK10

6. Shock and Vibration

EN50155 Category 1, Class B; IEC 60068:2-6





and 2-27, ISTA-2A, Sequence 5, MIL810G

7. Construction


Alodine aluminum

8. Ingress protection

IP66

c. Environmental Vandal, Pendant

1. Installation


1.5-inch NPT thread for use with Pelco wall





mounts

2. Operating Temperatures
–40º to 50ºC (–40º to 122ºF)

3. Operating Humidity

10 to 95%, RH condensing

4. Impact Resistance

IK10

5. Shock and Vibration

EN50155 Category 1, Class B; IEC 60068:2-6





and 2-27, ISTA-2A, Sequence 5, MIL810G

6. Construction


Alodine aluminum

7. Ingress protection

IP66

2. Dome System Specifications
a. Indoor Vandal, In-Ceiling

5.90 cm (2.32 in) above ceiling, lower dome






9.85 cm (3.88 in) below ceiling, 16.15 cm






(6.36 in) diameter
b. Indoor Vandal, Surface Mount
14.65 cm (5.76 in) overall length (including






dome) by 15.93 cm (6.27 in) diameter
c. Indoor Vandal, Pendant

17.80 cm (7.00 in) overall length (including






dome) by 15.75 cm (6.20 in) diameter
d. Environmental Vandal, In-Ceiling
5.90 cm (2.32 in) above ceiling, lower dome






9.85 cm (3.88 in) below ceiling, 16.15 cm






(6.36 in) diameter
e. Environmental Vandal, Surface
14.65 cm (5.76 in) overall length (including






dome) by 15.93 cm (6.27 in) diameter
f. Environmental Vandal, Pendant
17.80 cm (7.00 in) overall length (including






dome) by 15.75 cm (6.20 in) diameter
3. Mechanical Specifications

a. Dome Attenuation

1. Clear



f/0.0 light loss

2. Smoked


f/1.0 light loss

b. Pan Adjustable (All Models)

370º

c. Tilt Adjustable (180 Model)

0º - 180º

4. General Specifications

a. Unit Weight

1. In-Ceiling


1.5 kg (3.3 lb)

2. Surface Mount


1.7 kg (3.9 lb)

3. Pendant Mount


1.7 kg (3.9 lb)


5. Warranty

a. 36-months, parts and labor
AN. Certifications/Ratings










1. CE, Class A






2. FCC Part 15, Class A






3. UL/cUL Listed

4. ICES-003, Class A

5. KC





6. C-Tick

7. CB Scheme ITE

8. NEMA Type 4X, and IP66 rating (Environmental Vandal)

9. RoHS, Lead Free, REACH

10. NTCIP 1205

11. IEC 62676 image quality measurement
AO. Pelco Model Numbers










1. IMM12018-xxx Series



180º indoor/outdoor panoramic IP






camera, 12 MPx
2. IMM12027-xxx Series



270º indoor/outdoor panoramic IP






camera, 12 MPx
3. IMM12036-xxx Series



360º indoor/outdoor panoramic IP






camera, 12 MPx
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Pelco, Inc. understands that information is critical to success, which is why we are singularly focused on the development of video surveillance and security solutions that provide you the information necessary to make real-time, business-enabling decisions. From the recently introduced VideoXpert video management platform to our industry-leading selection of IP cameras and accessories, Pelco is committed to designing and delivering a broad range of high-quality, IP video security products and systems complemented with an unparalleled level of customer support and services.
For additional information, contact: 

Pelco


625 W. Alluvial

Fresno, California 93711 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
VIDEO MANAGEMENT SYSTEM (VideoXpert Enterprise v 3.1)

DIVISION 28 – ELECTRONIC SAFETY AND SECURITY
28 20 00 
Electronic Surveillance
28 23 00 
Video Surveillance


28 23 29
Video Surveillance Control and Management Systems
Notes to Specifier:

1.  Where several alternative parameters or specifications exist, or where, the specifier has the option of inserting text, such choices are presented in <bold text>.
2.  Explanatory notes and comments are presented in colored text.

VIDEO MANAGEMENT SYSTEM (VideoXpert Enterprise v 3.1)
PART 1:  GENERAL

1.01 SUMMARY

A. Section includes an IP Video Management System. 

B. Product – A scalable video management and surveillance system consisting of four primary components, as follows:

1. A management database server application to maintain the database of cameras and recording devices and to provide a web-based administrative portal to manage the video surveillance system

2. A stream management application to route video traffic to users as requested and appropriate

3. A client presentation application to allow users to view and manage live and recorded video.

4. A storage management application to manage the video storage resources on the network.

5. An accessory server to manage DHCP, NTP, and load-balancing, if needed. 

C. Related Requirements

6. 27 20 00 Data Communications 

7. 28 23 16 Video Surveillance Monitoring and Supervisory Interfaces

8. 28 23 19 Digital Video Recorders and Analog Recording Devices

9. 28 23 23 Video Surveillance Systems Infrastructure
10. 28 23 26 Video Surveillance Remote Positioning Equipment
11. 28 23 29 Video Surveillance Remote Devices and Sensors
1.02 REFERENCES
A. Abbreviations
1. API – Applications Programming Interface
2. DHCP – Dynamic Host Client Protocol
3. GUI – Graphical User Interface
4. IP - Internet Protocol
5. JPEG - Joint Photographic Experts Group
6. LDAP – Lightweight Directory Access Protocol
7. MJPEG - Motion JPEG
8. MPEG - Moving Pictures Experts Group
9. NTP – Network Time Protocol
10. ONFIV – Open Network Video Interface Forum
11. SNMP - Simple Network Management Protocol
12. UPS - Uninterruptible Power Supply

13. VMS - Video Management System
B. Reference Standards
1. Network

a. IEEE 802.3 Ethernet Standards

2. Video

a. ISO / IEC 14496 –10, MPEG-4 Part 10 (ITU H.264 or H.265)

b. ISO / IEC 10918 – JPEG 
c. ONVIF – Profile S
3. Emissions

a. FCC-47 CFR Part 15, Class A

b. CE, Class A

c. ICES-003, Class A
C. Definitions

1. Cell – A defined area within a tab.

2. Playlist – A series of recorded video clips.

3. Role - A group of permissions defining abilities and responsibilities within a system.
4. Tab - A layout populated with sources, e.g. video, and plug-ins.
5. Tags - Custom attributes that users with sufficient rights can create and assign to cameras and devices, helping organize resources.
6. Workspace - A collection of tabs spanning the monitors connected to a workstation.
1.03 SUBMITTALS
A. Product Data

1. Manufacturer’s printed or electronic data sheets
2. Manufacturer’s installation and operation manuals
3. Warranty documentation

1.04 QUALIFICATIONS

A. Manufacturer shall have a minimum of five years’ experience in producing IP video application software.
B. Installers shall be trained and authorized by the Manufacturer to install, integrate, test, and commission the system.
1.05 DELIVERY, STORAGE AND HANDLING

A. Deliver the camera in the manufacturer’s original, undamaged container with identification labels intact.

B. Store the equipment in a temperature-controlled environment protected from mechanical and environmental conditions as designated by the manufacturer.
1.06 WARRANTY, SUPPORT AND LICENSING
A. Manufacturer shall provide a limited 3-year warranty for Manufacturer supplied hardware to be free of defects in material and workmanship. Extended warranty options for a period of up to two (2) additional years shall be available. 
B. Manufacturer shall provide software support and updates for a period of 36 months. Extended support options shall be available.
C. Client software shall not require a license and have no limitations on number of client users. This excludes third-party plug-ins. 
END OF SECTION

PART 2:  PRODUCTS

2.01 EQUIPMENT

D. Manufacturer: 
Pelco


625 W. Alluvial


Fresno, California 93711 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
E. Model

VideoXpert Enterprise
F. Alternates: 

None

2.02 GENERAL DESCRIPTION

A. The Video Management System (VMS) shall be a scalable Microsoft Windows™-based video management and surveillance system consisting of four primary components, as follows:

1. A core server application to maintain the database of cameras and recording devices and to provide a web-based administrative portal to manage the video surveillance system

2. A stream management application to route video traffic to users as requested and appropriate

3. A client presentation application to allow users to view and manage live and recorded video.

4. A storage management application server to manage the video storage resources on the network.

2.03 SYSTEM FUNCTIONS AND CAPABILITIES

A. The VMS shall be designed for reliability through fault-tolerant, distributed architecture, and multiple levels of redundancy.
B. The VMS shall provide an open interface that facilitates the creation and deployment of user interface plug-ins including, but not limited to, mapping, video information overlays, access control, license plate recognition, and video content analysis with the option to integrate other 3rd party applications (such as advanced GIS Mapping Interfaces).
C. Video capabilities

1. Support recording of MJPEG, MPEG-4, H.264, and H.265 IP video streams
2. Support megapixel video cameras at least 28 Mbps at 12 MP resolution

3. Support for ONVIF S profile

Contact Pelco for a current list of Manufacturer non-ONVIF products supported.

4. Aggregate independent VMS deployments across multiple networks and manage all video through a single system while preserving local operation
If required, the above capability is provided by VideoXpert Ultimate.
D. Analytic capabilities 

1. Motion -  Detection of objects that move within, enter, or exit a scene and triggering an event

2. Alarm – Detection of physical alarms from cameras within the system, triggering an event

3. Analytic – Detection of analytic events and edge analytic events from cameras, including those that are free of charge

E. Each VMS component shall operate on standard commercial off-the-shelf (COTS) hardware.

F. VMS software updates shall be downloadable from a publicly available website.
G. The VMS shall indicate system performance and operation status utilizing a variety of reports in csv format.

H. The Manufacturer shall offer a mobile application with the capability to access live video from up to 500 cameras in both iOS and Android/OS platforms.
I. The VMS shall be accessible via a web browser with no software installed for live and playback functionality.
2.04 MANAGEMENT DATABASE SERVER APPLICATION (CORE/CMG)

A. The management database server application shall have central management responsibility, with the following functions and characteristics:

1. Maintain a database of cameras and recording devices
2. Provide an administrative Web interface
3. Define and administer level user accounts, their associated roles, and permissions for the system functions and devices users can access

4. Support LDAP to associate users in a Microsoft Active Directory with a user and role within the VMS system
5. Provide basic access to video streaming resources, ensuring that users with appropriate permissions can view video from the system without installed video client software

6. Supports audio associations with video devices ensuring that users with appropriate permissions can listen to audio associated with video within the Client software application
7. Search the network for relevant devices

8. Add discovered cameras to systems by IP address or DNS hostname

9. Assign resources to video recording schedules
10. Store videos that operators elect to export from network storage devices for safe keeping, supporting the storage of video clips relevant to an investigation independent of standard recording devices, and locking/unlocking the clips

11. Create and assign “tags” to efficiently organize cameras and devices within the system, and use tags to create a device tree view
12. Configure and respond to events within the system
13. Download reports from the system in csv format contained within a ZIP archive
14. Perform daily backup at a specified time

15. Stores exported video, or allows the user to export video to an external location for safe keeping
16. Deployment options:

a. independent management database server working with an independent media gateway application server to provide systems functions
b. combined single server also hosting the stream management application
c. distributed cluster to provide fault tolerance, scalability and load balancing
d. virtual machine

B. Hardware

1. Processor: 

Intel® Xeon® E3-1275 v3

2. Operating System: 
Microsoft® Windows® Server 2012 or 201
3. RAM: 


32 GB DDR RAM ECC

4. SSD Storage: 

480 GB

5. HDD:
a. Storage 


1 TB

6. Video

a. Graphics: Intel HD Graphics P4700
b. Memory:  Shared
c. Outputs:

1) 2x DisplayPort

2) DVI-D

3) VGA

d. Resolution Capability: 

1) Display Port: 
3840 x 2160 @ 60 Hz
2) DVI-D, VGA: 
1920 x 1200 @ 60 Hz
e. Standards

1) NTSC

60 Hz

2) PAL

75 Hz

f. Acceptable Web Browsers:

1) Windows OS: 
Internet Explorer 8.0 (or later)

2) Mac OS: 
Firefox 3.5 (or later)
g. Acceptable Media Players: 

1) VideoXpert Ops Center
2) Pelco Media Player

7. USB Ports:

a. USB 2.0:

1x Front, 2x Rear

b. USB 3.0:

2x Rear

8. Networking

a. Interface

2x Gigabit Ethernet (1000Base-T) ports 

b. IP version

IPv4 and IPv6
9. Power

a. Input

100 to 240 VAC 50/60 Hz, autoranging

b. Supply

Internal

c. Consumption

1) 100 VAC
160 W, 1.60 A, 547 BTU/hr

2) 115 VAC
160 W, 1.39 A, 547 BTU/hr

3) 220 VAC
160 W, 0.72 A, 547 BTU/hr

10. Environmental

a. Operating Temperature

10° to 35°C (50° to 95°F) at unit air intake (front of unit)

b. Non-Operating Temperature

-40° to 65°C (-40° to 149°F)
c. Operating Relative Humidity

20% to 80% non-condensing

d. Non-Operating Relative Humidity
10% per hour

e. Operating Altitude


-15 to 3,048 m (-50 to 10m,000 ft)

f. Operating Vibration


0.25 G at 3 Hz to 200 Hz, at a sweep rate of 0.5 






octave/minute

11. Physical

a. Dimensions

50.8 x 43.4 x 8.9 cm (20 x 17.1 x 3.5 in)

b. Mounting

2 RU

c. Unit Weight

13.06 kg (28.8 lb)

d. Construction
Steel and plastic cabinet
2.05 STREAM MANAGEMENT APPLICATION (MEDIA GATEWAY)
A. Based on a successful determination by the management database server application of a user’s permissions, the stream management connects the user with the appropriate camera, encoder, or recorder device.
B. The stream management shall be deployed within the VMS in modular fashion to allow expansion of system capabilities or to build redundancies within the system to maximize video availability.

C. Supports H.264, H.265, MJPEG, and MPEG-4 streams.

D. Deployment options:

1. independent management database server working with an independent management database server application to provide systems functions
2. combined single server also hosting the management database server application
3. virtual machine
E. Hardware

1. Processor: 

Intel® Xeon® E3-1275 v3

2. Operating System: 
Microsoft® Windows® Server 2012 or 2016 
3. RAM: 


8 GB DDR3 Non-ECC 

4. SSD Storage: 

120 GB

5. Video

a. Graphics: Intel HD Graphics P4700
b. Memory:  Shared
c. Outputs:

1) Display Port (2)

2) DVI-D

3) VGA

d. Resolution Capability: 

1) Display Port: 
3840 x 2160 @ 60 HZ

2) DVI-D, VGA: 
1920 x 1200 @ 60 HZ

e. Standards

1) NTSC

60 Hz

2) PAL

75 Hz

6. USB Ports:

a. USB 2.0:

1x Front, 2x Rear

b. USB 3.0:

2x Rear

7. Networking

a. Interface

2x Gigabit Ethernet (1000Base-T) ports 

b. IP version

IPv4 and IPv6
8. Power

a. Input

100 to 240 VAC 50/60 Hz, autoranging

b. Supply

Internal

c. Consumption

1) 100 VAC
160 W, 1.60 A, 547 BTU/hr

2) 115 VAC
160 W, 1.39 A, 547 BTU/hr

3) 220 VAC
160 W, 0.72 A, 547 BTU/hr

9. Environmental

a. Operating Temperature

10° to 35°C (50° to 95°F) at unit air intake (front of unit)

b. Non-Operating Temperature

-40° to 65°C (-40° to 149°F)
c. Operating Relative Humidity

20% to 80% non-condensing

d. Non-Operating Relative Humidity
10% per hour

e. Operating Altitude


-15 to 3,048 m (-50 to 10m,000 ft)

f. Operating Vibration


0.25 G at 3 Hz to 200 Hz, at a sweep rate of 0.5 






octave/minute

10. Physical

a. Dimensions

50.8 x 43.4 x 8.9 cm (20 x 17.1 x 3.5 in)

b. Mounting

2 RU

c. Unit Weight

13.06 kg (28.8lb)

d. Construction
Steel and plastic cabinet
2.06 CLIENT APPLICATION (VXOPSCENTER)
A. The Client application shall be Windows-based, providing an environment from which authorized users can watch live and recorded video on a computer in which the application has been installed.
B. The Client application shall be comprised of a main Mission Control panel, which may be hidden, working in unison with a series of windows (workspaces), each providing a tab-based experience.
C. The Client application shall be capable of being used only for the application, with no other access provided to other applications or the internet.

D. The Client application shall be capable of being setup as either unicast or multicast. 

E. The Client application shall be able to connect with multi-server access (MSA). 

F. Workspaces and Tabs

1. The Client interface shall be based upon workspaces and tabs.

a. A tab shall be a configurable layout populated with sources of content and plug-ins contained in cells.

b. A collection of one or more tabs shall constitute a workspace.

c. The Client shall allow configuration and recall of complete workspaces.
1) An operator with appropriate permissions shall be able to send a saved workspace to other clients, causing their system to launch the saved workspace.

d. Any layout of video can be saved as tab to be later recalled by an operator.
1) An operator with appropriate permissions shall be able to send a saved tab to other clients, causing their system to launch the saved tab.

e. Cells shall have the capability for system management, live view, playback search options, and lockable bookmarks.

f. Remote Tab Push: an operator with appropriate permissions can choose to send a saved tab to one or more operators’ clients, causing their system to launch the saved tab.
g. Collaborative Tabs: an operator with appropriate permissions can view a designated collaborative tab so that multiple operators at different stations can see the exact same content and can make changes to live and playback video on this tab that other operators can see in real time.
h. Shared Display Decoder: Client shall be capable of being designated as an independent Shared Display mode. In this mode:
1) The client will restart automatically if the machine reboots.
2) The client will log in with the Shared display account automatically.
3) The client will restore the last tab and content that was displayed prior to shut down.
4) The client will accept stream and tab pushes from any connected client with permissions.
5) The client will be configurable to hide header and footer information, so that only video is shown.

i. Cells can be configured to show video without borders such that the video is stretched to cover the available space on the screen without black borders on any side.

j. Cells can be configured to rotate the video stream 90, 180, -90, or -180 degrees.
G. Live View and Playback

1. A list of video and audio sources which users are authorized to access shall be displayed.
2. Each video source shall indicate a list of current viewers to a user with appropriate permissions.

3. Each video source that is being viewed shall display whether there are current alarms associated with the source.

4. The client shall indicate when there has been a reduction in video quality for the displayed video sources.  
5. The client computer shall be able to connect to an unlimited number of recorders simultaneously to display live and recorded video.
6. The client shall allow video streams to be selectable from a system tree on an individual camera, individual system, client defined local groups, or from pre-defined recorder based groups.
7. The client shall playback audio associated with video sources for users with the correct permissions.

8. Users shall be able to seamlessly switch between live and recorded video on the fly.

9. Live View

a. For live view, all cells will be displayed at the highest quality possible, based on the bandwidth and client hardware. The Client application will use the primary stream from a video source as the default; if the bandwidth or client hardware are approaching the limit, the video quality of as many streams as necessary will then be streamed as secondary or at MJPEG quality.
10. Pan Tilt Zoom (PTZ)

a. Digital Zoom - An operator shall be able to digitally zoom in a video stream in live or playback mode.

b. Optical Zoom and Pan Tilt Control: Operators shall be able to use a mouse or joystick to control PTZ cameras.

c. The Client application shall be able to perform digital de-warping of 180-, 270-, and 360-degree cameras, and should be able to save the de-warped views for replay.
11. Playback 

a. The Client application shall enable simultaneous playback for up to nine (9) synchronized cameras. 
b. The Client application shall have the capability to playback non-synchronized cameras at one time in different cells.
c. For viewing recorded video, cells 1/4 the size of the tab or larger shall display full-frame rate video, and cells smaller than 1/4 the size of the tab shall playback only I-Frames to conserve bandwidth and processing power.

d. When hovering over a recorded video time bar, an operator shall see a thumbnail representing the contents of the video stream at that point in time.

e. Available playback control functions:

1) date-time selection

2) synchronized playback of selected cells within a tab

3) play video at normal speed

4) pause video and advance one frame

5) pause video and rewind one frame

6) fast forward video at speeds up to 128x

7) rewind video at speeds up to 128x

8) rewinds video 30 seconds and initiates playback

9) forward video to live playback

10) take snapshot of the current frame

f. Hovering over a video playback cell with a mouse shall display the playback control menu.

g. Using keyboard input alone, the operator can type a camera number, a preset number, or a time (hhmm format) to jump to a selected camera. No mouse input is necessary.

12. The user shall be able to configure a rotating sequence of cameras, allowing the application to cycle through cameras relevant to the operator without intervention.

13. The user shall be able to configure a sequence of cameras that appear on alarm, allowing the application to cycle cameras when an event or alarm relevant to the user occurs.

14. The user shall be able to create a sequence of cameras by dragging and dropping camera names in a single user interface. 

H. Investigations

1. An investigation mode shall be available to provide a default 2 x 2 layout with synchronized playback controls, allowing users to fully investigate a scene from multiple angles.
a. The investigation mode shall open in a new tab.

2. The investigation mode shall enable operators to synchronize video playback and export investigative playlists covering scenes of interest in forward or reverse at speeds up to 128 times normal playback.
3. Users shall be able to create playlists from multiple video clips encompassing selected scenes from an investigation.
4. Operators shall be able to save a current investigation, preserving the associated device list and any created clips for later recall.  
a. Saved investigations shall be capable of being shared with other operators’ similar tabs. 
5. Operators shall be able to export individual video clips or entire playlists to the management database application, storing clips relevant to their investigation independent of the system’s network video storage for evidentiary safe-keeping and quick access.
6. Investigation mode shall allow video clips from cameras of interest to be clipped to shorter times to allow for smaller video exports. 

7. Investigation mode shall be a built-in application, provided at no additional cost. 

8. Investigation mode shall have the ability to create up to ten (10) clips, allowing views from multiple cameras to be selected in a single saved or exported playlist. 
I. Export

1. An operator shall be able to create and export a JPG snapshot image of the current frame of video in a cell.
2. An operator shall be able to select encryption of exports prior to the export, and the export shall be able protected by the user-entered password. 

3. The Client application shall enable video export to any system-accessible media including locally to HDD, CD/DVD, Flash USB device or to network storage.

a. Exported video shall be subject to check sum verification.
J. Display

1. The Client application shall have both built in video decoding and the ability control separate hardware video decoders, providing virtual matrix functionality.

2. The Client application shall allow multiple monitor support for up to 6 displays per client workstation, with the use of hardware video decoders.
3. The Client application shall allow the user to configure remote or “shared” displays, providing monitor wall functionality.

4. The Client application shall allow at least four (4) 1080p resolution streams per monitor and support 60 fps camera streams per monitor.

K. Events

1. The Client application shall enable an operator to respond to events.

2. Certain events shall be configurable for acknowledgement.

a. Acknowledgement options:

1) snooze

2) in process

3) acknowledged

3. Authorized operators shall have the ability to derive additional information about an event from the Management Database application.

4. Relays – For devices that have a physical relay that is enabled on the VX System, the Client application shall enable operators to activate or deactivate relays.
L. Plug-ins – The Client application shall support modular plug-ins for enhanced functionality.

1. Plug-ins can be created by the manufacturer or 3rd party developers using a vendor-provided API that is a RESTful open-standard architecture to communicate with the VMS system. 

2. Plug-ins shall be built using programming languages that can make HTTP requests and parse JSON responses. 

3. API clients shall interact with VMS using the HTTP methods of GET, POST, PATCH, PUT, and DELETE.    

M. System and Device Information
1. Information management

a. The Client application shall provide a mechanism to create and assign metadata to devices

b. A primary device list shall be apparent in the Client application.

1) The device list shall be sortable by device name or device ID.

2) The device list shall be able to be filtered by the following terms:

a) simple text based filter, matching the device name or device ID
b) tag based filtering, showing devices matching the intersection of all assigned tags

c) status based filtering, showing devices with a particular status
2. User Roles, as assigned by a System Administrator, shall define the limits of a user’s ability to access live or recorded video and to export video and other standard client operations.
a. Authorized users shall be able to share views, including window arrangements and camera selections, with other users, for purposes of collaboration.

3. When using a mouse to hover over a device in a listing, a popup shall appear with the following information:
a. Device name

b. Thumbnail image 

c. Device state

d. Associated tags

e. IP Address
N. Hardware

1. Processor: 

Intel® Xeon® E3-1275 v3

2. Operating System: 
Microsoft® Windows® 7 (64-bit) or 10 (64-bit)
3. RAM: 


8 GB DDR3 Non-ECC 

4. SSD Storage: 

120 GB
5. Optical Drive:

DVD ± RW
6. Video

a. Graphics: Intel HD Graphics P4700, supports optional upgrade

b. Memory:  Shared, 1 GB for OPS-WKS6
c. Outputs:

1) 2x DisplayPort

2) DVI-D

3) VGA
4) Supports up to 6 outputs for OPS-WKS6
d. Resolution Capability: 

1) Display Port: 
3840 x 2160 @ 60 Hz
2) DVI-D, VGA: 
1920 x 1200 @ 60 Hz
e. Acceptable Web Browsers:

1) Windows OS: 
Internet Explorer 8.0 (or later)

2) Mac OS: 
Firefox 3.5 (or later)
f. Acceptable Media Players: 

1) Pelco Media Player
g. Standards

1) NTSC

60 Hz

2) PAL

75 Hz
7. USB Ports:

a. USB 2.0:

1x Front, 2x Rear

b. USB 3.0:

2x Rear

8. Networking

a. Interface

2x Gigabit Ethernet (1000Base-T) ports 

b. IP version

IPv4 and IPv6
9. Power

a. Input

100 to 240 VAC 50/60 Hz, autoranging

b. Supply

Internal

c. Consumption

1) 100 VAC
160 W, 1.60 A, 547 BTU/hr

2) 115 VAC
160 W, 1.39 A, 547 BTU/hr

3) 220 VAC
160 W, 0.72 A, 547 BTU/hr

10. Environmental

a. Operating Temperature

10° to 35°C (50° to 95°F) at unit air intake (front of unit)

b. Non-Operating Temperature

-40° to 65°C (-40° to 149°F)
c. Operating Relative Humidity

20% to 80% non-condensing

d. Non-Operating Relative Humidity
10% per hour

e. Operating Altitude


-15 to 3,048 m (-50 to 10m,000 ft)

f. Operating Vibration


0.25 G at 3 Hz to 200 Hz, at a sweep rate of 0.5 






octave/minute

11. Physical

a. Dimensions

50.8 x 43.4 x 8.9 cm (20 x 17.1 x 3.5 in)

b. Mounting

2 RU

c. Unit Weight

13.06 kg (28.8 lb)

d. Construction
Steel and plastic cabinet
2.07 STORAGE MANAGEMENT APPLICATION SERVER (VXSTORAGE)
A. The storage management application server shall incorporate both server functions and storage elements into a purpose-built chassis.

B. The storage management application server shall not require removal from its rack installation when hard disk drives or power supplies must be replaced.
C. The storage management application shall record video and audio streams from IP cameras and video encoders on the network.
1. Video:
H.264 or H.265 in High, Main, or Base Profile streams from both standard resolution and megapixel cameras

D. The storage management application server shall support extension through network storage, allowing the server to preserve and extend the life of video by moving it to an external, network storage location.

E. The storage management application server shall support failover, allowing a storage management application server to act as a hot standby for any number of other, active storage management application servers.

F. The storage management application shall have the following further functions and characteristics:

1. Employ the Windows Server 2012 operating system
2. Use RAID 6 parity across the storage drives to protect recorded data against a hard disk drive failure
3. Use enterprise-level hard disk drives specifically rated for operation in RAID systems
4. Employ the following redundancy features
a. redundant, hot swappable power supply modules

b. Designed for online service and maintenance and cannot be removed from the rack when hard disk drives or power supplies must be replaced.
5. Guaranteed recording throughput:  450 Mbps and up to 300 total cameras per storage device under normal and error (RAID rebuild) conditions
6. Guaranteed downloading throughput: 250 Mbps per storage device under normal and error (RAID rebuild) conditions.

7. The storage server shall natively support Optera cameras any combination of cameras from third-party manufacturers supporting ONVIF Profile S.
8. Support continuous, scheduled, alarm/event (including analytic), and motion
a. Pre- and -post alarm periods shall be configurable

9. Support bookmarking of video content

10. Support recording of secondary video streams
11. Support privacy tools that allow administrators to establish maximum retention times for video

12. Ability to report all diagnostic events, including software status diagnostics to a centralized user interface

13. Fully manageable from a remote workstation, including the ability to configure settings and update firmware and software
14. Capable of interfacing with a UPS using a USB connector
a. The network video recorder shall receive status and control signals from the UPS when it is in backup mode, informing the operator about the amount of charge remaining and triggering a controlled shutdown when the charge becomes zero.
Pelco recommends the APC Smart-UPS.

G. Hardware

1. Processor: 

Intel® Xeon® E3-1275 v3

2. Operating System: 
Microsoft® Windows® Server 2012 or 2016
3. RAM: 


32 GB DDR3 ECC 

4. SSD Storage: 

240 GB
5. HDD:
a. Storage 

Up to 96 TB
b. RAID Level

RAID 6

c. Effective Capacity

1) VXS-48

32.70 TB

2) VXS-72

54.50 TB

3) VXS-96

76.40 TB
6. Video
a. VGA Interface
VXS models are configured remotely via web interface
b. Resolution Capability: 

1) Display Port: 
3840 x 2160 @ 60 Hz
2) DVI-D, VGA: 
1920 x 1200 @ 60 Hz
c. Acceptable Web Browsers:

1) Windows OS: 
Internet Explorer 8.0 (or later)

2) Mac OS: 
Firefox 3.5 (or later)
d. Acceptable Media Players: 

1) Pelco Media Player
e. Standards

1) NTSC

60 Hz

2) PAL

75 Hz
7. USB Ports:

a. USB 2.0:

2x Front, 2x Rear

b. USB 3.0:

2x Rear
8. Networking

a. Interface

2x Gigabit Ethernet (1000Base-T) ports 

b. Throughput

450 Mbps recording / 176 Mbps playback (simultaneously)

c. IP version

IPv4 and IPv6
9. Power

a. Input

100 to 240 VAC 50/60 Hz, autoranging

b. Supply

Internal, redundant

c. Consumption, based on maximum capacity

1) 120 VAC
414 W, 3.45 A, 1411 BTU/hr

2) 240 VAC
406 W, 1.69 A, 1386 BTU/hr

10. Environmental

a. Operating Temperature

10° to 35°C (50° to 95°F) at unit air intake (front of unit)

b. Non-Operating Temperature

-40° to 60°C (-40° to 140°F)
c. Operating Relative Humidity

20% to 95% non-condensing

d. Non-Operating Relative Humidity
5% to 90%, non-condensing

e. Operating Altitude


-15 to 3,048 m (-50 to 10m,000 ft)

f. Operating Vibration


0.25 G at 3 Hz to 200 Hz, at a sweep rate of 0.5 






octave/minute

11. Physical

a. Dimensions

64.8 x 43.7 x 13.2 cm (25 x 17.2 x 5.2 in)

b. Mounting

3 RU

c. Unit Weight

35.5 kg (78 lb)

d. Construction
Steel and plastic cabinet
2.08 STORAGE MANAGEMENT SOFTWARE OPTION
A. Storage management software shall be available as an option to allow users to implement integrated storage management software features on existing hardware. 

B. Storage management software can be on a per-camera-license basis. 

C. Storage management software shall allow migration of older hardware from the same vendor to the software capability of the latest version of the storage management software. 

D. In software only mode, the storage management software can operate in RAID0, RAID5, or RAID6 configuration on third-party-compatible hardware. 
E. Hardware – Storage Management Application Server section, above. 

2.09 DECODER HARDWARE
A. The HD video decoder shall support any digital video stream on the network and allow for the decoding of up to 25 simultaneous streams from any video encoder or recorder.  It shall also allow for simultaneous and independent viewing of both live and recorded video. 
B. Video Decoder Hardware will be of compact size, allowing it to be mounted behind the Monitor on a standard 100x100 VESA Mount included in the Decoder Hardware supply. VGA/DVI/HDMI cable extensions will not be accepted.
C. The HD video decoder shall allow the creation of Video Wall capability within the VMS.

D. The HD video decoder hardware shall not require a login, and shall be synchronized with the VMS Client application. 

E. The HD video decoder must decode H.264 or H.265 in High, Main, or Base profiles; and MJPEG and MPEG-4 encoded video streams. 

F. The HD video decoder shall have the capability to decode up to sixteen 4CIF resolution, 30 images per second (ips) MPEG-4 encoded video streams simultaneously; or up to twelve H.264 or H.265 Baseline, 4CIF resolution, 30 ips video streams simultaneously; or up to four 1080p streams at 30 ips encoded in H.264 or H.265 Baseline profile. De-warping of views for fish eye or multi sensor cameras will be supported. Decoder hardware can optimize bandwidth consumption and CPU processing requirements by automatically subscribing to a lower resolution, lower bit-rate stream from a given camera depending on current load and screen configuration.
G. The HD video decoder will drive one high-resolution monitor through HDMI connections for displaying the video footage. 
H. The HD video decoder will allow for a maximum of five (5) additional monitors to be connected, and allow control of the monitors from a single Client application. This shall include the ability to use a mouse and keyboard for the workspace that has a total of six (6) monitors—five (5) with decoder and one (1) with the Client PC. 

I. The HD video decoder hardware shall be small enough to be installed behind the monitor VESA mount. This allows the monitor to be installed further from the Client machines than possible with the usual cable limitations of VGA/DVI/HDMI cables. 
J. Diagnostics to be systemized with other system components. Any faults shall be reported to users that have subscribed to diagnostic alarms regardless of where the user is located. In addition, the HD video decoder shall also support SNMP messages and traps and be compatible with SNMP versions 1 and 2.

K. Hardware

1. Processor: 

Intel® Core™ i7-7700T
2. Operating System: 
Windows IoT Enterprise (Shared Display Decoder)
3. RAM: 


8 GB DDR4 

4. SSD Storage: 

128 GB
5. Video
a. System
Intel HD

b. Memory
Shared

c. Outputs

1) DisplayPort

2) HDMI -- 2 HDMI-to-VGA adapters supplied
d. Resolution Capability: 

1) Display Port: 



3840 x 2160 at 60 Hz
2) DVI-D, VGA: 



1920 x 1200 at 60 Hz

3) NTSC




2560 x 1600 resolution at 60 Hz
4) PAL




2560 x 1600 resolution at 50 Hz
5) For the Enhanced Decoder only: 
1920 x 1080 at 560 Hz
e. Acceptable Web Browsers:

1) Windows OS: 
Internet Explorer 8.0 (or later)

2) Mac OS: 
Firefox 3.5 (or later)
f. Acceptable Media Players: 

1) Pelco Media Player
g. Standards

1) NTSC

60 Hz

2) PAL

75 Hz

h. Video Coding


H.264 in High, Main, or Base profiles;







MPEG-4; or H.265

i. Decoding Performance 

16X real-time MPEG-4 streams at







704 x 480/576 (NTSC/PAL); 16X real-time






H.264 or H.265 Baseline streams at 704 x 480/576 





(NTSC/PAL); 8X 720p H.264 or H.265 Baseline streams;





4X 1080p H.264 or H.265 Baseline streams

j. Screen Configuration

On each monitor: 1 image (1 x 1),







4 images (2 x 2), 9 images (3 x 3),







16 images (4 x 4), 6 images (1 large + 5 small),






10 images (2 large + 8 small), 13 images






(1 large + 8 small); Each high definition monitor






(16:9 aspect ratio) can also display 6 images






(3 x 2) and 12 images (4 x 3)
6. USB Ports:

a. USB 3.1:

1x Front, 4x Rear

b. USB 3.1 Type-C:
1x Front
7. Networking

a. Interface

1x Gigabit Ethernet (1000Base-T) ports 

b. IP version

IPv4
8. Power
a. Input

100 to 240 VAC, 50/60 Hz, autoranging
b. Supply

External, 65 W

c. Consumption
19.5 VDC, 3.34 A
9. Environmental

a. Operating Temperature
5° to 35°C (41° to 95°F)

b. Non-Operating Temperature

-40° to 65°C (-40° to 149°F)

c. Operating Relative Humidity

20% to 80%, non-condensing

d. Non-Operating Relative Humidity

10% per hour

e. Operating Altitude


–15 to 3,048 m (–50 to 10,000 ft)
f. Operating Vibration


0.25 G at 3 Hz to 200 Hz at a sweep rate of 0.5






octave/minute
2.10 CYBERSECURITY

A. The VMS core server application user interface shall support client authentication.
B. The VMS core server application user interface shall support TLS-based encryption over HTTPS.

C. The VMS core server shall support configurable roles and permissions.

D. System shall support retrieving a report of user actions.
E. Software shall support running alongside antivirus.
F. Server shall not store passwords in an unencrypted format.
G. System shall support encrypting exports.
H. The VMS Accessory Server shall support HTTPS when acting as a proxy load balancer for the VMS core server.

I. The VMS server components shall support synchronized system clocks using NTP.

2.11 SUPPORT SERVICES SERVER
A. The accessory server provides NTP services for the VideoXpert network.  It shall act as a pass through, getting time from an external time server, or it shall provide its own system time as the definitive time for VideoXpert
B. The accessory server is a load balancer sufficient for networks with two CMG servers.  It shall support VideoXpert clusters with two CMG servers in an active-failover scheme.  In this scheme, both servers shall field requests, but the system will continue operating if either CMG server in the cluster fails.

C. The accessory server shall act as a DHCP server for devices on the VMS network, if necessary.  Users can toggle DHCP functionality on or off as necessary and specify ranges of addresses.
D. Hardware 

1. Electric-Power
a. Consumption

1) 100VAC


121 W, 1.21 A, 413 BTU/H

2) 120 VAC


119 W, 0.99 A. 406 BTU/H

3) 240 VAC


122 W, 0.51 A, 416 BTU/H

b. Power Supply


External

c. Power Input



100 to 240 VAC, 50/60 Hz, autoranging

2. Environmental

a. Operating Temperature

10° to 35°C (50° to 95°F)

b. Operating Humidity


20% to 80%, non-condensing

c. Maximum Humidity


10% per hour

d. Operating Altitude


–16 to 3,048 m (–50 to 10,000 ft)

e. Operating Vibration


0.25 G at 3 Hz to 200 Hz at a sweep rate of






0.5 octave/minute

3. Video
a. Maximum Resolution

2560 x 1600 resolution; 60 Hz (NTSC)







50 Hz capability for PAL

b. Video Outputs/Connector

HDMI outputs (2 HDMI-to-VGA adapters







supplied)

4. Network
a. Interface



Gigabit Ethernet (1000Base-T) port
5. Front Panel

a. Buttons



Power

b. Indicators
1) Power



White
2) Drive Activity


White, flashing
3) Secondary Network

Green, amber, red

4) Software Status


Green, amber, red (based on diagnostics)

5) Hard Disk Status

Green, red, off (behind bezel)

2.12 3D MOUSE CONTROLLER
A. The 3D Mouse must be compatible with all distributed network video management components.

B. Patented six-degrees-of-freedom (6DoF) sensor – Intuitively and precisely navigate digital models or camera positions in 3D space.

C. Advanced ergonomic design – The full-size, soft-coated hand rest positions the hand comfortably, and 15 large, soft-touch, function keys allow quick access to frequently used commands. 

D. QuickView Keys – Fingertip access to 12 views makes it easier to switch cameras. 

E. Intelligent Function Keys – Easy access to 4 application commands for an optimized workflow. 

F. On-Screen Display – Provides a visual reminder of function key assignments on your computer screen. 

G. 3D Space Mouse Modifiers – Fingertip access to Ctrl, Shift, Alt and Esc keys saves time by reducing the need to move your hand between mouse and 3D Mouse. 

H. Virtual NumPad – Allows direct numerical input into your application using your standard mouse rather than the 3D Mouse. 

I. The 3D Mouse must be part of an integrated system and shall be configured so any number can be added to the system. When combined with user interfaces (UIs), network storage managers (NSM’s), encoders, IP cameras, and video consoles, the 3D Mouse forms an integral part of a complete network-based video control system.
J. Hardware

1. Power Supply 

a. Input Connector Type

Universal, interchangeable

2. Connectivity 

a. 3D Space Mouse Interface

USB 2.0

b. Cable



USB

3. Module Specifications

a. 3D Space Mouse Keypad

b. Joystick



Fully proportional PTZ, variable speed; with






zoom, iris, and focus controls

4. Physical

a. Dimensions



204 x 142 x 58 cm (8.0" D x 5.6" W x 2.3" H)

b. Unit Weight



665 g (1.47 lbs)

5. Environmental
a. Ambient Temperature

21( to 23(C (70( to 74(F)

b. Operating Temperature

0( to 40(C (32( to 104(F) air intake of unit

c. Storage Temperature

–40( to 65(C (–40( to 149(F)

d. Operating Humidity

2.13 KEYBOARD
A. VMS shall also provide functionality when connected to a keyboard

2.14 ENHANCED KEYBOARD
A. The keyboard must be compatible with all distributed network video management systems. 
B. The keyboard must support USB 2.0 protocol, and the USB must operate at full-speed. 
C. System Requirements
1. Windows Vista, Windows 7, or Windows 8 / 8.1

2. Two (2) USB ports
3. 70 MB of available hard disk space


END OF SECTION
PART 3:  EXECUTION

3.01 INSTALLERS
A. Contractor personnel shall comply with all applicable state and local licensing requirements.

3.02 PREPARATION

B. The network design and configuration shall be verified for compatibility and performance with the camera(s). 
C. Network configuration shall be tested and qualified by the Contractor prior to system installation.
3.03 INSTALLATION

A. Contractor shall follow all manufacturer published installation and configuration instructions and guidelines.
B. Installers of VideoXpert Ultimate distributions shall obtain Pelco training and certification.
3.04 STORAGE

A. Server hardware shall be stored in an environment where temperature and humidity are in the range specified by the Manufacturer.
END OF SECTION
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Pelco, Inc. understands that information is critical to success, which is why we are singularly focused on the development of video surveillance and security solutions that provide you the information necessary to make real-time, business-enabling decisions. From the recently introduced VideoXpert video management platform to our industry-leading selection of IP cameras and accessories, Pelco is committed to designing and delivering a broad range of high-quality, IP video security products and systems complemented with an unparalleled level of customer support and services.
For additional information, contact: 

Pelco


625 W. Alluvial

Fresno, California 93711 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
VIDEO MANAGEMENT SYSTEM (VideoXpert Professional v 3.1) — OPTIONAL
DIVISION 28 – ELECTRONIC SAFETY AND SECURITY
28 20 00 
Electronic Surveillance
28 23 00 
Video Surveillance


28 23 29
Video Surveillance Control and Management Systems
Notes to Specifier:

1.  Where several alternative parameters or specifications exist, or where, the specifier has the option of inserting text, such choices are presented in <bold text>.
2.  Explanatory notes and comments are presented in colored text.

VIDEO MANAGEMENT SYSTEM (VideoXpert Professional v 3.1)
PART 1:  GENERAL

1.01 SUMMARY

A.  Section includes an IP Video Management System. 

B.  Product – A scalable video management and surveillance system consisting of four primary components, as follows:

1. A management database server application to maintain the database of cameras and recording devices and to provide a web-based administrative portal to manage the video surveillance system

2. A stream management application to route video traffic to users as requested and appropriate

3. A client presentation application to allow users to view and manage live and recorded video.

4. A storage management application to manage the video storage resources on the network.

5. An accessory server to manage DHCP, NTP, and load-balancing, if needed.

C. Related Requirements

1. 27 20 00 Data Communications 

2. 28 23 16 Video Surveillance Monitoring and Supervisory Interfaces

3. 28 23 19 Digital Video Recorders and Analog Recording Devices

4. 28 23 23 Video Surveillance Systems Infrastructure

5. 28 23 26 Video Surveillance Remote Positioning Equipment

6. 28 23 29 Video Surveillance Remote Devices and Sensors

1.02 REFERENCES
A. Abbreviations
1. API – Applications Programming Interface
2. DHCP – Dynamic Host Client Protocol
3. GUI – Graphical User Interface
4. IP - Internet Protocol
5. JPEG - Joint Photographic Experts Group
6. LDAP – Lightweight Directory Access Protocol
7. MJPEG - Motion JPEG
8. MPEG - Moving Pictures Experts Group
9. NTP – Network Time Protocol
10. ONVIF – Open Network Video Interface Forum
11. SNMP - Simple Network Management Protocol
12. UPS - Uninterruptible Power Supply

13. VMS - Video Management System
B. Reference Standards
1. Network

a. IEEE 802.3 Ethernet Standards

2. Video

a. ISO / IEC 14496 –10, MPEG-4 Part 10 (ITU H.264 or H.265)

b. ISO / IEC 10918 – JPEG 
c. ONVIF – Profile S 

3. Emissions

a. FCC-47 CFR Part 15, Class A

b. CE, Class A

c. ICES-003, Class A
C. Definitions

1. Cell – A defined area within a tab.

2. Playlist – A series of recorded video clips.

3. Role - A group of permissions defining abilities and responsibilities within a system.
4. Tab - A layout populated with sources, e.g. video, and plug-ins.
5. Tags - Custom attributes that users with sufficient rights can create and assign to cameras and devices, helping organize resources.
6. Workspace - A collection of tabs spanning the monitors connected to a workstation.
1.03 SUBMITTALS
A. Product Data
1. Manufacturer’s printed or electronic data sheets
2. Manufacturer’s installation and operation manuals
3. Warranty documentation

1.04 QUALIFICATIONS

A. Manufacturer shall have a minimum of five (5) years of experience in producing IP video application software.
B. Installers shall be trained and authorized by the Manufacturer to install, integrate, test, and commission the system.
1.05 DELIVERY, STORAGE AND HANDLING

A. Deliver the camera in the manufacturer’s original, unopened, undamaged container with identification labels intact.

B. Store the equipment in a temperature-controlled environment protected from mechanical and environmental conditions as designated by the manufacturer.
1.06 WARRANTY, SUPPORT AND LICENSING
A. Manufacturer shall provide a limited 3-year warranty for Manufacturer supplied hardware to be free of defects in material and workmanship. Extended warranty options for a period of up to two (2) additional years shall be available.
B. Manufacturer shall provide software support and updates for a period of 36 months. Extended support options shall be available.
C. Client software shall not require a license and have no limitations on number of client users. This excludes third-party plug-ins.
END OF SECTION

PART 2:  PRODUCTS

2.01 EQUIPMENT

A. Manufacturer: 
Pelco


625 W. Alluvial

Fresno, California 93711 USA


Phone: +1 813 888-9555


Web: www.pelco.com


E-mail: sales@pelco.com
B. VideoXpert Professional Servers:

	Range
	Raw Capacity
	RAID level
	Power Supply
	Effective Storage (TB)

	Power
	96 TB
	RAID 6
	Dual
	72.70

	Power
	96 TB
	RAID 5
	Dual
	79.97

	Power
	96 TB
	JBOD
	Dual
	86.24

	Power
	72 TB
	RAID 6
	Dual
	50.89

	Power
	72 TB
	RAID 5
	Dual
	58.16

	Power
	72 TB
	JBOD
	Dual
	65.43

	Power
	48 TB
	RAID 6
	Dual
	29.08

	Power
	48 TB
	RAID 5
	Dual
	36.35

	Power
	48 TB
	JBOD
	Dual
	43.62

	Power
	24 TB
	RAID 5
	Dual
	14.54

	Power
	24 TB
	JBOD
	Dual
	21.81

	Power
	0 TB
	Unconfigured
	Dual
	N/A

	Flex
	28 TB
	RAID 6
	Single
	18.15

	Flex
	28 TB
	RAID 5
	Single
	21.78

	Flex
	28 TB
	JBOD
	Single
	25.41

	Flex
	20 TB
	RAID 5
	Single
	14.52

	Flex
	20 TB
	JBOD
	Single
	18.15

	Flex
	8 TB
	JBOD
	Single
	7.26

	Flex
	4 TB
	JBOD
	Single
	3.63

	Flex
	0
	JBOD
	Single
	N/A

	Eco
	12 TB
	JBOD
	Single
	10.89

	Eco
	8 TB
	JBOD
	Single
	7.26

	Eco
	4 TB
	JBOD
	Single
	3.63

	Eco
	0 TB
	JBOD
	Single
	N/A

	Workstation
	-
	-
	Single
	-


C. Alternates: 

None

2.02 GENERAL DESCRIPTION
A. The Video Management System (VMS) shall be a Microsoft Windows™-based video management and surveillance system consisting of two primary components, as follows:

1. An IP video management system. This application shall:

a. Maintain the database of cameras and recording devices and to provide a web-based administrative portal to manage the video surveillance system

b. Route video traffic to users as requested and appropriate
c. Record and store video from resources on the network.
2. A client presentation application to allow users to view and manage live and recorded video.
2.03 IP VIDEO MANAGEMENT SYSTEM DESCRIPTION
A. The Video Management System (VMS) shall be a Microsoft Windows-based video management and surveillance system consisting in a single server performing the following functions:

1. Allow users to define users and assign sets of permissions (known as roles) to each user.

2. Record and store video per user-defined retention settings for up to 96 cameras per server

3. Serve live and recorded video to clients on demand

B. The IP video management system shall record video and audio streams from IP cameras and video encoders on the network.
1. Video:
MPEG4, MJPEG, H.264, or H.265 in High, Main, or Base Profile streams from both standard resolution and megapixel cameras

2. Audio: Bidirectional, full or half duplex compressed via G.711 PCM 8 bit, 8khz mono at 64 kbit/s.

C. The system shall support recording schedules, including the ability to record based on motion, analytic, and alarm events.

D. The IP video management system shall be capable of continuous scheduled alarm/event and motion recording. Pre- and post- alarm recording shall also be available and shall be fully programmable on a per channel basis.

E. The IP video management system shall have the ability to record and playback audio streams along with associated video.

F. The IP Video Management System shall support recording of primary or secondary streams, individually or simultaneously. The server application can be configured to record a stream in unicast or multicast. 
G. The IP Video Management System shall support video bookmarking, such that users can identify and recall important moments in recorded video based on the bookmark name or notes that are associated with it.
H. The IP video management system shall allow the administrator to set minimum and maximum retention periods for recorded video.

I. The IP video management system shall support network health and monitoring utilizing
third-party SNMP monitoring tools.

J. The IP video management system shall indicate system performance and operation status utilizing a variety of reports.

K. The system shall be configurable remotely or over a network.

L. The system shall discover both Pelco and third-party cameras on the network or DNS hostname.
M. The system shall allow users to manually add cameras and devices by IP address.

N. The system shall allow users with sufficient rights to control cameras (pan, tilt, and/or zoom).

O. The system shall support aggregation by a higher-level system, tying multiple servers together in a single, unified environment.

P. The system shall support third-party cameras using ONVIF profile S or native drivers.

Q. The IP VMS shall support Lightweight Directory Access Protocol (LDAP) to authenticate users.

R. The IP video management system shall allow archival of video data to external network locations or NAS devices over a network connection. The archival schedule shall be either automatic at user-defined intervals or manually executed.

S. The video management system shall be available as a hardware server with capacity to record 96 cameras at up to 450 Mbps recording throughput (per recorder).

T. The video management system shall be available as a software product that can be installed on COTS hardware.

U. The server shall support semantic grouping and organization of cameras/devices into groups using “tags”.

V. The system shall allow users to export video on request; exported video shall be stored locally on the server or on another network location selected by the administrator.

W. The system shall support aggregation by a higher-level environment, allowing the IP video management system to belong to a confederation of servers.

X. The VMS shall be accessible via a web browser with no software installed for live and playback functionality.

Y. Specifications / Minimum Requirements for VXP-P Models (Up to 96 Cameras)
1. Processor: 

Intel® Xeon® Silver 4110
2. Operating System: 
Microsoft Windows 10 IoT Enterprise 64-bit (LTSB)
3. OS Drive: 

2x SSD 120 GB (RAID 1)
4. RAM: 


16 GB DDR4
5. HDD: 




a. Maximum Storage: 
Up to 96 TB (7200 RPM SATA) (depending on model)

b. RAID Level:

RAID5 / RAID6 / JBOD (depending on model)
6. Video
a. Outputs:
4x Mini DisplayPort 1.4

b. Maximum Video Resolution Per Output Type

1) mDP 1.4 direct connect

HDR 5120 x 2880 at 60 Hz (30-bit color)

2) DVI-D DL direct connect

3840 x 2160 at 30 Hz (HDMI via included adapter)

3) DVI-I SL via adapter

2560 x 1600 at 60 Hz or 1920 x 1200 at 60 Hz

7. Audio

a. Outputs

DisplayPort Audio

b. Connector Types
mDP Cable (out)
8. iDRAC controller

a. Dell iDRAC9 Basic

9. USB Ports:

a. USB 2.0

1x Front

b. USB 3.0

2x Rear

10. Networking: 



a. 4x Gigabit Ethernet (1000Base-T) Ports 
2x dedicated iDRAC port

b. Throughput




Up to 450 Mbps

c. IP version




IPv4 and IPv6
11. Browser

Current version of Google Chrome, Mozilla Firefox, or Microsoft Edge

12. Power

a. Input

100 to 240 VAC 50/60 Hz, autoranging

b. Supply

Dual Hot Swappable 750 W (Platinum)

c. Consumption
2891 BTU/hr maximum
13. Environmental:

a. Temperature

1) Operating


10° to 35°C (50° to 95°F) with no direct sunlight

2) Storage



-40° to 65°C (-40° to 149°F)  

b. Operating Humidity


10% to 80% with 29°C (84.2°F) max. dew point

c. Non-Operating Relative Humidity
5% to 95% with 33°C (91.4°F) max. dew point, 






non-condensing

d. Operating Altitude


Max. 3048 m (10,000 ft)

e. Operating Vibration


0.26 Grms at 5 to 350 Hz (operation orientations)

14. Physical

a. Dimensions: 



68.2 x 43.4 x 8.68 cm (26.8 x 17.1 x 3.4 in) without





rack ears

b. Rack Mounting



2 RU

c. Unit Weight (varies by configuration)

29.68 kg (65.43 lb)
Z. Specifications / Minimum System Requirements for VXP-F models (Up to 64 Cameras)

1. Processor 

Intel Xeon E3-1230 v6
2. Operating System 
Microsoft Windows 10 IoT Enterprise 64-bit (LTSB)
3. OS Drive 

SSD 240 GB

4. RAM 


16 GB

5. HDD 




a. Maximum Storage
Up to 96 TB (7200 RPM SATA) (depending on model)

b. RAID Level

RAID5 / RAID6 / JBOD (depending on model)
6. Video

a. Outputs

1) Display port

2) DVI

b. System
NVIDIA Quadro K620 (2 GM memory)

c. Maximum Video Resolution Per Output Type

1) DP 1.2 direct connect

3840 x 2160 at 60 Hz

2) DVI-D DL direct connect

2560 x 1600 at 60 Hz

3) DVI-I SL via adapter

1920 x 1200 at 60 Hz
7. Optical Drive
DVD±RW

8. Audio

a. Inputs

Microphone In, Line In

b. Outputs

Headphone/Front Out, Rear Out, Center/Subwoofer, DisplayPort Audio

c. Connector Types
3.5 mm (In/Out), DP Cable (Out)
9. iDRAC Controller


10. USB Ports

a. USB 2.0
1x front, 4x rear

b. USB 3.0
1x front, 2x rear

11. Networking

a. Gigabit Ethernet (1000Base-T) ports

2x

b. Throughput




Up to 200 Mbps

c. IP Version




IPv4 and IPv6
12. Browser

Current version of Google Chrome, Mozilla Firefox, or Microsoft Edge

13. Power

a. Input

100 to 240 VAC 50/60 Hz, autoranging

b. Supply

Internal 350 W (Bronze)

c. Consumption
1357 BTU/hr maximum (350 W power supply)
14. Environmental

a. Temperature

1) Operating


10° to 35°C (50° to 95°F) with no direct sunlight

2) Storage



-40° to 65°C (-40° to 149°F)  

b. Operating Humidity


10% to 80% with 29°C (84.2°F) max. dew point

c. Non-Operating Relative Humidity
5% to 95% with 33°C (91.4°F) max. dew point, 






non-condensing

d. Operating Altitude


Max. 3048 m (10,000 ft)

e. Operating Vibration


0.26 Grms at 5 to 350 Hz (operation orientations)
15. Physical

a. Dimensions




55.86 x 21.8 x 43.03 cm (22.77 x 8.58 x 17.04 in)

b. Unit Weight (varies by configuration)

26.02 kg (57.32 lb)
AA. Specifications / Minimum System Requirements for VXP-E Models (32 Cameras)
1. Processor: 

Intel Xeon E3-1220 v5
2. Operating System: 
Microsoft Windows 10 IoT Enterprise 64-bit (LTSB)
3. OS Drive: 

SSD 240 GB

4. RAM: 


8 GB DDR4
5. HDD: 




a. Maximum Storage
Up to 12 TB (7200 RMP) (depending on model)

b. RAID Level:

RAID5 / JBOD (depending on model)
6. Video

a. Outputs

1) Display port

2) DVI

b. System
NVIDIA Quadro K620 (2 GM memory)

c. Maximum Video Resolution Per Output Type

1) DP 1.2 direct connect

3840 x 2160 at 60 Hz

2) DVI-D DL direct connect

2560 x 1600 at 60 Hz

3) DVI-I SL via adapter

1920 x 1200 at 60 Hz
7. Optical Drive
DVD±RW

8. Audio

a. Inputs

Microphone In, Line In

b. Outputs

Headphone/Front Out, Rear Out, Center/Subwoofer, DisplayPort Audio

c. Connector Types
3.5 mm (In/Out), DP Cable (Out)
9. iDRAC Controller

10. USB Ports

a. USB 2.0
1x front, 4x rear

b. USB 3.0
1x front, 2x rear

11. Networking

a. Gigabit Ethernet (1000Base-T) ports

2x

b. Throughput




Up to 200 Mbps

c. IP Version




IPv4 and IPv6

12. Browser

Current version of Google Chrome, Mozilla Firefox, or Microsoft Edge

13. Power

a. Input

100 to 240 VAC 50/60 Hz, autoranging

b. Supply

Internal 290 W (Bronze)

c. Consumption
989 BTU/hr maximum (290 W power supply)
14. Environmental 

a. Temperature

1) Operating


10° to 35°C (50° to 95°F) with no direct sunlight

2) Storage



-40° to 65°C (-40° to 149°F)  

b. Operating Humidity


10% to 80% with 29°C (84.2°F) max. dew point

c. Non-Operating Relative Humidity
5% to 95% with 33°C (91.4°F) max. dew point, 






non-condensing

d. Operating Altitude


Max. 3048 m (10,000 ft)

e. Operating Vibration


0.26 Grms at 5 to 350 Hz (operation orientations)
15. Physical

a. Dimensions




36 x 17.5 x 43.5 cm (14.17 x 6.89 x 17.12 in)

b. Unit Weight (varies by configuration)

11.1 kg (24.47 lb)
AB. Specifications / Minimum System Requirements VXP-WKS models
1. Processor: 

Intel Core™ i7-6700
2. Operating System: 
Microsoft Windows 10 IoT Enterprise 64-bit (LTSB)
3. OS Drive: 

m.2 256 GB

4. RAM: 


8 GB DDR4
5. Video

a. Outputs:

1) 2X DisplayPort

2) HDMI

b. System
Intel HD Graphics 530 (shared memory)

c. Maximum Video Resolution Per Output Type

1) HDMI 1.4
4096 x 2304 at 24 Hz

2) DP

4096 x 2304 at 60 Hz

d. Video Standards

1) NTSC

60 Hz capable

2) PAL

75 Hz capable

6. Audio

a. Inputs

Universal Audio Jack (front)

b. Outputs

Universal Audio Jack (front), Line Out (rear), Internal Speaker, DisplayPort


Audio, HDMI Audio

c. Connector Types
3.5 mm 4 pole (In/Out), 3.5 mm 3 pole (Out), DP cable (Out), HDMI Cable


(Out)
7. USB Ports

a. USB 2.0

2x front, 2x rear

b. USB 3.0

1x front, 4x rear

c. USB 3.1 Type-C
1x front

8. Networking

a. Gigabit Ethernet (1000Base-T) ports

1x

b. IP Version




IPv4 and IPv6
9. Browser

Current version of Google Chrome, Mozilla Firefox, or Microsoft Edge

10. Power

a. Input

90 to 264 VAC, 47 to 63 Hz, 3 A/1.5 A

b. Supply

Internal 180 W (Bronze)

c. Consumption
614 BTU/hr maximum (180 W power supply)
11. Environmental 

a. Temperature

1) Operating


0° to 35°C (32° to 95°F) with no direct sunlight

2) Storage



-40° to 65°C (-40° to 149°F)  

b. Operating Humidity


5% to 95% (non-condensing)

c. Non-Operating Relative Humidity
10% to 90% non-condensing

d. Operating Altitude


15.2 to 3048 m (-50 to 10,000 ft)

e. Operating Vibration


0.66 Grms
12. Physical

a. Dimensions




29.0 x 29.2 x 9.26 cm (11.4 x 11.5 x 3.6 in)

b. Unit Weight (varies by configuration)

5.14 kg (11.42 lb)
2.04 CLIENT APPLICATION

A. The Client application shall be Windows-based, providing an environment from which authorized users can watch live and recorded video on a computer in which the application has been installed.
B. The Client application shall be web-based, providing an environment from which authorized users can watch live and recorded video on a computer in which the application has not been installed.

C. The Client shall be comprised of a main Mission Control panel, which may be hidden, working in unison with a series of windows (workspaces), each providing a tab-based experience.
D. The Client application shall be capable of being used only for the application, with no other access provided to other applications or the internet. 

E. The Client application shall be capable of being setup as either unicast or multicast. 

F. The Client application shall be able to connect with multi-server access (MSA). 
G. Workspaces and Tabs

1. The Client interface shall be based upon workspaces and tabs.

a. A tab shall be a configurable layout populated with sources of content and plug-ins contained in cells.

b. A collection of one or more tabs shall constitute a workspace.

c. The Client shall allow configuration and recall of complete workspaces.
1) An operator with appropriate permissions shall be able to send a saved workspace to other clients, causing their system to launch the saved workspace.

d. Any layout of video can be saved as tab to be later recalled by an operator.
1) An operator with appropriate permissions shall be able to send a saved tab to other clients, causing their system to launch the saved tab.

e. Cells shall have the capability for system management, live view, playback search options, and lockable bookmarks.

f. Remote Tab Push: an operator with appropriate permissions can choose to send a saved tab to one or more operators’ clients, causing their system to launch the saved tab.
g. Collaborative Tabs: an operator with appropriate permissions can view a designated collaborative tab so that multiple operators at different stations can see the exact same content and can make changes to live and playback video on this tab that other operators can see in real time.
h. Shared Display Decoder: Client shall be capable of being designated as an independent Shared Display mode. In this mode:
1) The client will restart automatically if the machine reboots.
2) The client will log in with the Shared display account automatically.
3) The client will restore the last tab and content that was displayed prior to shut down.
4) The client will accept stream and tab pushes from any connected client with permissions.
5) The client will be configurable to hide header and footer information, as well as borders, so that only video is shown.

i. Cells can be configured to show video without borders such that the video is stretched to cover the available space on the screen without black borders on any side.

j. Cells can be configured to rotate the video stream 90, 180, -90, or -180 degrees.
H. Live View and Playback

1. A list of video and audio sources which users are authorized to access shall be displayed.
2. Each video source shall indicate a list of current viewers to a user with appropriate permissions.

3. Each video source that is being viewed shall display whether there are current alarms associated with the source.

4. The client shall indicate when there has been a reduction in video quality for the displayed video sources.  

5. The client computer shall be able to connect to an unlimited number of recorders simultaneously to display live and recorded video.
6. The client shall allow video streams to be selectable from a system tree on an individual camera, individual system, client defined local groups, or from pre-defined recorder-based groups.
7. The client shall playback audio associated with video sources for users with the correct permissions.

8. Users shall be able to seamlessly switch between live and recorded video on the fly.

9. Live View

a. For live view, all cells will be displayed at the highest quality possible, based on the bandwidth and client hardware. The Client application will use the primary stream from a video source as the default; if the bandwidth or client hardware are approaching the limit, the video quality of as many streams as necessary will then be streamed as secondary or at MJPEG quality.
10. Pan Tilt Zoom (PTZ)

a. Digital Zoom - An operator shall be able to digitally zoom in a video stream in live or playback mode.

b. Optical Zoom and Pan Tilt Control: Operators shall be able to use a mouse or joystick to control PTZ cameras.

c. The Client application shall be able to perform digital de-warping of 180-, 270-, and 360-degree cameras, and should be able to save the de-warped views for replay.
11. Playback 

a. The Client application shall enable simultaneous playback for up to nine (9) synchronized cameras. 
b. The Client application shall have the capability to playback non-synchronized cameras at one time in different cells.
c. For viewing recorded video, cells 1/4 the size of the tab or larger shall display full-frame rate video, and cells smaller than 1/4 the size of the tab shall playback only I-Frames to conserve bandwidth and processing power.

d. When hovering over a recorded video time bar, an operator shall see a thumbnail representing the contents of the video stream at that point in time.

e. Available playback control functions:

1) date-time selection

2) synchronized playback of selected cells within a tab

3) play video at normal speed

4) pause video and advance one frame

5) pause video and rewind one frame

6) fast forward video at speeds up to 128x

7) rewind video at speeds up to 128x

8) rewinds video 30 seconds and initiates playback

9) forward video to live playback

10) take snapshot of the current frame

f. Hovering over a video playback cell with a mouse shall display the playback control menu.

12. The user shall be able to configure a rotating sequence of cameras, allowing the application to cycle through cameras relevant to the operator without intervention.

a. Using keyboard input alone, the operator can type a camera number, a preset number, or a time (hhmm format) to jump to a selected camera. No mouse input is necessary.
13. The user shall be able to configure a sequence of cameras that appear on alarm, allowing the application to cycle cameras when an event or alarm relevant to the user occurs.

14. The user shall be able to create a sequence of cameras by dragging and dropping camera names in a single user interface. 
I. Investigations

1. An investigation mode shall be available to provide a default 2 x 2 layout with synchronized playback controls, allowing users to fully investigate a scene from multiple angles.
a. The investigation mode shall open in a new tab.

2. The investigation mode shall enable definable searches for motion in recorded video.

3. The investigation mode shall enable operators to synchronize video playback and export investigative playlists covering scenes of interest in forward or reverse at speeds up to 128 times normal playback.
4. Users shall be able to create playlists from multiple video clips encompassing selected scenes from an investigation.
5. Operators shall be able to save a current investigation, preserving the associated device list and any created clips for later recall.  
a. Saved investigations shall be capable of being shared with other operators’ similar tabs. 
6. Operators shall be able to export individual video clips or entire playlists to the management database application, storing clips relevant to their investigation independent of the system’s network video storage for evidentiary safe-keeping and quick access.
7. Investigation mode shall allow video clips from cameras of interest to be clipped to shorter times to allow for smaller video exports. 

8. Investigation mode shall be a built-in application, provided at no additional cost. 

9. Investigation mode shall have the ability to create up to ten (10) clips, allowing views from multiple cameras to be selected in a single saved or exported playlist.
J. Export

1. An operator shall be able to create and export a JPG snapshot image of the current frame of video in a cell.
2. An operator shall be able to select encryption of exports prior to the export, and the export shall be able protected by the user-entered password. 
3. The Client application shall enable video export to any system-accessible media including locally to HDD, CD/DVD, Flash USB device or to network storage.

a. Exported video shall be subject to check sum verification.
K. Display

1. The Client application shall allow at least four (4) 1080p resolution streams per monitor and support 60 fps camera streams per monitor.

L. Events

1. The Client application shall enable an operator to respond to events.

2. Certain events shall be configurable for acknowledgement.

a. Acknowledgement options:

1) snoozed

2) in process

3) acknowledged

3. Authorized operators shall have the ability to derive additional information about an event from the server.

4. Relays – For devices that have a physical relay that is enabled on the VX System, the Client application shall enable operators to activate or deactivate relays. 

M. Plug-ins – The Client application shall support an open interface that facilitates the creation and deployment of user interface plug-ins including, but not limited to, mapping, video information overlays, access control, license plate recognition, and video content analysis with the option to integrate other third-party applications (such as advanced GIS Mapping Interfaces).

1. Plug-ins can be created by third-party developers using a vendor-provided API that is a RESTful open-standard architecture to communicate with the VMS system. 

2. Plug-ins shall be built using programming languages that can make HTTP requests and parse JSON responses. 

3. API clients shall interact with VMS using the HTTP methods of GET, POST, PATCH, PUT, and DELETE.

N. System and Device Information
1. Information management

a. The Client application shall provide a mechanism to create and assign metadata to devices.  
b. A primary device list shall be apparent in the Client application, and devices shall be assignable to folders.

1) The device list shall be sortable by device name or device ID.

2) The device list shall be able to be filtered by the following terms:

a) simple text-based filter, matching the device name or device ID
b) tag-based filtering, showing devices matching the intersection of all assigned tags

c) status-based filtering, showing devices with a particular status
2. User Roles, as assigned by a System Administrator, shall define the limits of a user’s ability to access live or recorded video and to export video and other standard client operations.
a. Authorized users shall be able to share views, including window arrangements and camera selections, with other users, for purposes of collaboration.

3. When using a mouse to hover over a device in a listing, a popup shall appear with the following information:
a. Device name

b. Thumbnail image 

c. Device state

d. Associated tags

e. IP Address
O. Client Specifications – See Specifications / Minimum System Requirements VXP-WKS, above. 
2.05 3D MOUSE CONTROLLER
A. The 3D Mouse must be compatible with all distributed, network video management components.

B. Patented six-degrees-of-freedom (6DoF) sensor – Intuitively and precisely navigate digital models or camera positions in 3D space.

C. Advanced ergonomic design – The full-size, soft-coated hand rest positions the hand comfortably, and 15 large, soft-touch, function keys allow quick access to frequently used commands. 

D. QuickView Keys – Fingertip access to 12 views makes it easier to switch cameras. 

E. Intelligent Function Keys – Easy access to 4 application commands for an optimized workflow. 

F. On-Screen Display – Provides a visual reminder of function key assignments on your computer screen. 

G. 3D Space Mouse Modifiers – Fingertip access to Ctrl, Shift, Alt and Esc keys saves time by reducing the need to move your hand between mouse and 3D Mouse. 

H. Virtual NumPad – Allows direct numerical input into your application using your standard mouse rather than the 3D Mouse. 

I. The 3D Mouse must be part of an integrated system and shall be configured so any number can be added to the system. When combined with user interfaces (UIs), network storage managers (NSM’s), encoders, IP cameras, and video consoles, the 3D Mouse forms an integral part of a complete network-based video control system.
J. Hardware

1. Power Supply 

a. Input Connector Type

Universal, interchangeable

2. Connectivity 

a. 3D Space Mouse Interface

USB 2.0

b. Cable



USB

3. Module Specifications

a. 3D Space Mouse Keypad

b. Joystick



Fully proportional PTZ, variable speed; with






zoom, iris, and focus controls

4. Physical

a. Dimensions



204 x 142 x 58 cm (8.0" D x 5.6" W x 2.3" H)

b. Unit Weight



665 g (1.47 lbs)

5. Environmental
a. Ambient Temperature

21( to 23(C (70( to 74(F)

b. Operating Temperature

0( to 40(C (32( to 104(F) air intake of unit

c. Storage Temperature

–40( to 65(C (–40( to 149(F)
2.06 ENHANCED KEYBOARD
A. The keyboard must be compatible with all distributed, network video management systems. 
B. The keyboard must support USB 2.0 protocol, and the USB must operate at full-speed. 
C. System Requirements
1. Windows Vista, Windows 7, or Windows 8 / 8.1

2. Two (2) USB ports
3. 70 MB of available hard disk space
2.07 CYBERSECURITY

A. The VMS server application user interface shall support client authentication.

B. The VMS server application user interface shall support TLS-based encryption over HTTPS.

C. The VMS server shall support configurable roles and permissions.

D. System shall support retrieving a report of user actions.

E. Software shall support running alongside antivirus.

F. Server shall not store passwords in an unencrypted format.

G. System shall support encrypting exports.


END OF SECTION
PART 3:  EXECUTION

3.01 INSTALLERS
A. Contractor personnel shall comply with all applicable state and local licensing requirements.

3.02 PREPARATION

B. The network design and configuration shall be verified for compatibility and performance with the camera(s). 
C. Network configuration shall be tested and qualified by the Contractor prior to system installation.
3.03 INSTALLATION

A. Contractor shall follow all manufacturer published installation and configuration instructions and guidelines.
B. Installers of VideoXpert Ultimate distributions shall obtain Pelco training and certification.
3.04 STORAGE

A. Server hardware shall be stored in an environment where temperature and humidity are in the range specified by the Manufacturer.
END OF SECTION
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